Mise en place d’un casier judiciaire centralisé et informatisé
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Annexe 1
Termes de référence (extraits)
Étude sur la mise en place d’un Casier Judiciaire National Informatisé et Automatisé
Avril 2015
1. Contexte et justification :
La Constitution du 22 février 1992 consacre et garantit le caractère souverain, libre et démocratique du régime politique de la troisième république du Mali. Outre l’affirmation de la primauté des droits à la vie et à la dignité humaine, elle institut trois pouvoirs indépendants chacune vis-à-vis de l’autre et responsables de la conduite des affaires de l’Etat du Mali.

Le pouvoir exécutif assuré par le Président de la république et son gouvernement.

Le pouvoir législatif conféré à la représentation nationale des députés élus du peuple.

Le pouvoir judiciaire exercé par la magistrature au sein du système judiciaire.
Chacun des trois pouvoirs s’inscrit dans une fonctionnalité de contrôle des autres devant permettre l’équilibre des pouvoirs pour un fonctionnement harmonieux des institutions et organes de la république conformément à la Loi fondamentale qu’est la constitution.
Le pouvoir judiciaire n’étant pas une Institution de la république, sa sphère d’exercice s’inscrit dans le cadre de mise en œuvre des missions du Ministère chargé de la Justice, ce qui n’obère en rien la sacro-sainte indépendance de la magistrature.
La reforme en cours au sein de la justice s’attaque non seulement au défi de rendre l’appareil judiciaire performant et crédible mais aussi qu’il soit au service des populations et de la bonne gouvernance démocratique et économique.
Depuis les années 2000 jusqu’en 2011, des avancées majeures ont été réalisées dans plusieurs secteurs de la justice grâce notamment à la mise en œuvre des actions du PRODEJ
 :

· Le recrutement accru au niveau de tous les personnels juridique et judiciaire ;

· La construction et la réhabilitation de nombres d’infrastructures des services et juridictions ;

· l’élaboration et la relecture des cadres juridique et législatif des services et des professions juridique et judiciaire;

· l’amélioration du traitement salarial des corps judiciaires ;

· l’informatisation des processus juridique et judiciaire au sein des services et juridictions;

· le renforcement des curricula de formation de base et le développement d’un dispositif de formation continue et spécialisée.

Ces performances, bien que satisfaisantes, ont leur impact limité du fait de l’inexistence d’un certain nombre de dispositifs essentiels de nos jours pour l’émergence d’un service publique de la justice performant, crédible et productif pour une meilleure promotion de la gouvernance démocratique et économique.
Les problématiques d’un Casier judiciaire informatisé et automatisé sont aujourd’hui aux nombres des priorités des autorités du Ministère de la Justice et des Droits de l’Homme.

Le casier judiciaire est un fichier recensant les condamnations pénales d'un individu, et mis à disposition de l'autorité publique. Il sert essentiellement à permettre aux administrations publiques et/ou privées d’éviter de contractualiser et de donner des droits à un individu faisant déjà l’objet de condamnation pénale par un tribunal public.

Dans la pratique et en l’état actuel de la législation, trois difficultés se posent avec acuité :

1. Le problème d’accessibilité au casier judiciaire pour les citoyens d’autant qu’il n’est délivré qu’au niveau de la juridiction compétente du lieu de naissance du requérant ;
2. Le problème de la non rédaction des pièces d’exécution des peines et de leur archivage systématique ;
3. Découlant du deuxième, nous avons le problème de fiabilité des casiers judiciaires délivrés par les greffes des tribunaux.
D’où la nécessité absolue d’un casier judiciaire informatisé et automatisé aux fins de parer à l’ensemble des difficultés mentionnées ci-dessus pour une moralisation accrue des processus électoraux, des contrats de travail et des dossiers individuels dans le cadre des procédures administratives.

L’Étude sur la mise en place d’un Casier Judiciaire National Informatisé et Automatisé, qui est une priorité du Ministère de la Justice et des Droits de l’Homme, devra dégager les modalités de développement d’un casier judiciaire centralisé autant sur le plan règlementaire qu’opérationnel.
2. Objectif : 
2.1. Objectif général 
Disposer d’une étude de faisabilité de mise en place d’un Casier Judiciaire National Informatisé et Automatisé. 

2.2. Objectifs spécifiques 

· Établir les points de relecture de la législation nationale en vue de son adaptation à la problématiqie de la création du casier judiciaire centralisé ;                                                                                                                                                    

· Dégager les mécanismes fonctionnnels et informatiques au sein des juridictions pour l’opérationnalisation du casier judiciaire centralisé ;  

· Identifier le logiciel informatique approprié devant abriter le casier judiciaire centralisé.  
3. Résultats attendus 

Les résultats attendus sont : 

· Le Ministère de la Justice, les chefs de juridiction ainsi que les professions juridiques et judiciaires ont une lisibilté claire de la problématique du casier judiciaire centralisé  ;                                                                                                                                                    

· Les besoins en formation des acteurs de justice sur la thématique du casier judiciaire centralisé sont définis ;

· Le coût de réalisation du casier judiciaire centralisé est connu.

4. Méthodologie

4.1 Consultation
Une consultation internationale niveau A sera commandée avec des consultants :

· Un (01) juriste informaticien A (International)
· un (01) informaticien A (national)
· un (01) juriste A (national)
4.2 Mission d’étude exploratoire au casier judiciaire centralisé à Nantes

Organisation d’une mission conjointe DNAJS-CPS et Greffier en Chef/Cour d’Appel de Bamako en vue de s’enquérir de la pratique et de l’expérience procédurale en application au casier centralisé et automatisé de Nantes (France).
 4.3 Commission de validation de l’Étude
Une commission de quinze (15) membres instituée par le Garde des Sceaux et composée de personnes ressources issues de l’ensemble des corps juridiques et judiciaires sera chargée de valider les résultats des travaux de la consultation à travers l’organisation de travaux en atelier.

Tous les consultants (international et nationaux) devront assister la commission dans ses travaux, par une présence physique d’au moins deux jours.

4.4 Atelier national de validation de l’Étude
Un atelier national de validation regroupant les acteurs régionaux et nationaux de la justice, les administrations concernées par le casier judiciaire, les organisations de la société civile ainsi que les partenaires techniques et financiers sera organisé. 

Les termes définitifs de l’Étude seront arrêtés à l’issue de cet atelier.

A noter que les consultants nationaux devront participer aux travaux de cet atelier national.
Annexe 2 
MINISTERE DE LA JUSTICE                              REPUBLIQUE DU MALI

ET DES DROITS DE L’HOMME                    Un Peuple – Un But – Une Foi  
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PORTANT ORGANISATION DE L’ATELIER DE VALIDATION DE L’ETUDE SUR LA MISE EN PLACE

D’UN CASIER JUDICIAIRE NATIONAL INFORMATISE

ET AUTOMATISE.

LE MINISTRE DE LA JUSTICE,

ET DES DROITS DE L’HOMME

GARDE DES SCEAUX,

Vu  la constitution
Vu  le décret N°2015-003/P-RM du 08 janvier 2015portant nomination du premier ministre 

 Vu le Décret N°2016-0022/P-RM du 15 Janvier 2016 portant nomination des membres du Gouvernement.

DECIDE :
Article 1er : Il sera organisé le 30 mai 2016 par la Direction Nationale des Affaires Judiciaires et du Sceau, un atelier de validation de l’étude sur la mise en place d’un Casier Judiciaire National Informatisé et Automatisé. 
Article 2 : Sont invités à la cérémonie d’ouverture de cet atelier :

1- Le Secrétaire Général du Ministère de la Justice et des droits de l’Homme ;

2- Un représentant de la Cellule de Planification et de Statistique (CPS) ;

3- Un représentant de la Direction des Finances et du Matériel (DFM) ;

4- Un représentant de la Directeur National de l’Administration de la Justice(DNAJ) ;
5- Un représentant de la Directeur National de l’Administration Pénitentiaire et de l’Education Surveillée ;
6- Un représentant de l’Institut National de Formation Judiciaire Maître Demba DIALLO (INFJ) ;
7- Un représentant de l’inspection des Services Judiciaires ;

8- Un représentant de la Cour Suprême ;

9- Un représentant de la Cour d’Appel de Bamako ;

10- Un représentant du Tribunal Administratif de Bamako ;

11- Un représentant du Tribunal de Commerce de Bamako ;

12- Un représentant du Tribunal pour Enfants de Bamako ;

13- Un représentant du Tribunal du Travail de Bamako ;

Article 3 : la présente décision sera enregistrée publiée, et communiquée  partout ou besoin sera.  

                                                                                    Bamako, le            2016 

      Ampliations :
Original…………………………1                                                                          Pour Le ministre et par ordre                                                                                               
MJDH/DNAJS-CAB…………..2                                                                              le Secrétaire Général           

DFM……………...……………...1

Archives………………………….1

                                                                                                                Moumouni GUINDO

Annexe 3

                    Casier judiciaire – juridictions concernées

Au regard des textes régissant le casier judiciaire les juridictions concernées sont :

· Les tribunaux correctionnels (TGI, TI et JPCE)

· Les cours  d’appel en matière correctionnelle 
· La Cour d’appel de Bamako en tant que gestionnaire du casier spécial   
· Les cours d’assises

· Les tribunaux de commerce

Tenant compte de  la loi n° 2011-038 du 15 juillet 2011, portant création de juridictions, les juridictions concernées par le casier judicaire  sont :

1°) Six cours d’Appel : Kayes, Sikasso, Ségou, Mopti, Gao, et District de Bamako.

2°) Dix-sept  tribunaux de grande Instance : Kayes,  Koulikoro, Sikasso, Ségou, Mopti, Tombouctou, Gao, Kidal, Kita, Kati, Koutiala et chacune des six communes du District de Bamako.

3°) Quarante un  Tribunaux d’Instance : Yélimané, Diéma, Nioro du Sahel, Bafoulabé, Kéniéba, Toukoto, Nara, Ouéléssébougou, Kangaba, Kolokani, Banamba, Fana, Dioila, Bougouni, Yanfolila, Kadiolo, Kignan, Kolondiéba, Yorosso, Kimparana, San, Tominian, Bla, Markala, Niono, Macina, Barouéli, Bandiagara, Bankass, Djenné, Koro, Téninkou, Douentza, Youvarou, Diré, Goundam, Gourma –Rharous,  Niafunké, Ansongo, Bourem et Ménaka.

4°) Six tribunaux de commerce : Kayes, Sikasso, Ségou, Mopti, Gao, et District de Bamako.

                                      ----------------------------------------------
Annexe 4

Étude sur la mise en place d’un Casier Judiciaire National Informatisé et Automatisé.
MISSIONS SUR LE TERRAIN
AUPRES DES JURIDICTIONS NATIONALES
A) Les juridictions visitées
· Ligne 1 : dix (10) juridictions :

 Kayes (Cour d’Appel, TGI et TCOM)  – Diéma – Nioro – Nara –  Kolokani - Kati – Banamba - Koulikoro. 

· Ligne 2 : vingt-une (21) juridictions :

Ouéléssébougou - Bougouni- Sikasso – Kignan – Koutiala – Kimparana - San – Tominian - Mopti  (Cour D’appel, TGI et TCOM) – Bandiagara – Bankass- Bla- Markala- Niono – Ségou – Baroueli – Fana – Dioila- Kangaba.

· Ligne 3 : District de Bamako  trois (3) juridictions : 

 TGI Commune III - Tribunal de Commerce de Bamako- Cour d’Appel Bamako.

· Ligne 4 : quatre (4 juridictions) :

            Kita – Toukoto – Bafoulabé- Kéniéba.

B) Les juridictions non visitées
Les 18 juridictions non visitées par la mission sont :  Yélimané ,  Kolondiéba, Kadiolo, Yorosso, Djenné, Youvarou, Tenenkou, Douentza, Tombouctou, Niafunké,  Diré, Goundam, Gourma-Rharous, Gao, Bourem, Ansongo, Ménaka, Kidal.

C) L’ampleur des missions
Sur les 56 juridictions maliennes concernées par le casier judiciaire, les missions sur le terrain  ont pu en atteindre 38 soit 68% des dites juridictions.  La distance parcourue est d’environ 5 918 km au kilométrage du véhicule utilisé.

Les 38 juridictions visitées concernent :

· 3 Cours d’Appel, sur 3 soit 100% des Cours d’Appel
· 3 Tribunaux de Commerce, sur 3 soit 100% des Tribunaux de Commerce
· 9 Tribunaux de Grande Instance, sur 12 soit 75% des Tribunaux de Grande Instance
· 5 Tribunaux  d’Instance  sur 6 soit 83% des Tribunaux d’Instance
· 18 Justices de Paix à Compétence Étendue sur 32 soit 56% des JPCE.
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Annexe 5
CASIER JUDICIAIRE : DIFFICULTÉS  SIGNALÉES  ET PROPOSITIONS POUR AMÉLIORER LA TENUE DES REGISTRES
	Nom du registre
	Difficulté par rapport à ce registre
	Proposition d’amélioration de la tenue du registre

	Registre des pièces d’exécution établies
	a-Beaucoup de difficulté pour les juridictions car les renseignements ne sont pas joignables.

b-Manque de personnels 

c-Manque de machine pour l’établissement des pièces d’exécution

d-Méconnaissance des pièces d’exécution par les greffiers.

e- Manque de matériel et de personnel.    


	a-Ouvrir une structure au niveau de chaque greffe pour un enregistrement assuré par un greffier.

b- Personnel bien formé  

c-Néant

d- Il faut des séminaires sur la tenue des pièces d’exécution.

e- Formation sur l’établissement des pièces d’exécution.

	Registre des B1 délivrés


	a-Insuffisance de personnels surtout à la base de cet état de fait.  

b-Manque de machine pour l’établissement des pièces d’exécution. 
	a-Doter surtout les JPCE en personnels suffisants. 

b-Néant

	Registre des B1 classés


	a-La distance qui sépare les différentes juridictions pose un problème d’acheminement du courrier.  

b- La lenteur dans la ventilation des B1
	a-Doter les différentes juridictions des timbres postes.

b- Il faut réfléchir sur le moyen de transmission des B1

	Registre des B2 délivrés 


	
	


Annexe 6
PROPOSITIONS POUR AMELIORER LA TRANSPARENCE, LA FIABILITE OU AUTRE PROCEDURE DE DELIVRANCE DES B3
1. Au lieu d’une simple présentation de l’acte de naissance, il faudra ajouter comme pièces : Carte NINA, Passeport, Permis, c’est-à-dire l’une de ces pièces à présenter.

2. Je propose en la matière une centralisation au niveau d’une cellule de toutes les données pour une meilleure lisibilité et dans un souci de transparence.

3. Il faut des ressources humaines justifiées et un matériel adéquat.

4. Interconnexion des greffes, la formation et la fourniture du matériel adéquat.

5. Le fait de ne pas établir les pièces d’exécution entrave la bonne marche de la procédure de délivrance des B3.

6. Je propose qu’on mette les imprimés de B1 à la disposition des greffiers en chef afin qu’ils puissent mettre à jour le B1 et de les ventiler régulièrement aux différentes juridictions des lieux de naissance des condamnés.

7. Si ce n’est l’informatisation, je ne vois aucune procédure susceptible d’améliorer la transparence, la fiabilité encore moins les souffrances des demandeurs de B3.

8. Pour l’amélioration et la fiabilité des B3, je propose l’informatisation des juridictions et des greffes et, si possible, la centralisation du casier judiciaire avec un système permettant aux usagers d’obtenir le B3 au niveau de chaque greffe de la juridiction au Mali en cas de besoin.

9. L’informatisation est la solution fiable et facile à délivrer pour les greffiers et très accessible pour les demandeurs. Le PRODEJ en son temps a fait une étude complète sur ce sujet; à vous de l’exploiter.
10. Que le casier devienne National, Informatisé et Centralisé dans toutes les juridictions.

11. Il faut que les textes régissant la matière soient disponibles au greffe des juridictions, des matériels de travail adéquats, une formation du personnel.

12. Avec l’informatique, nous devrons être en mesure de décentraliser la délivrance des casiers judiciaires (B3), de suivre et savoir le passé de tout délinquant.
13. L’informatisation du B3 est une bonne chose pour lui donner plus de transparence et de fiabilité.

14. L’établissement régulier des B1 et leur classement alphabétique. L’informatisation projetée est la meilleure solution,  mais encore faudrait-il que les jugements soient rédigés et enregistrés afin que les B1 le soient.               

Annexe 7
                                  Casier judiciaire

                        Quelques questions discutées 
1. Les préalables  au casier judiciaire :

· La rédaction des factums;
· L’établissement des pièces d’exécution ;
· Le problème du courrier  (poste).
2. Le problème  du personnel de la juridiction (faut-il insérer dans l’organigramme de la juridiction des agents informaticiens  pour gérer le casier judiciaire  ou bien faut-il augmenter le personnel existant  magistrat et greffier et mieux les former en informatique ?)
3. Faut-il créer une section casier judiciaire dans chaque greffe ? comment et par qui ce personnel doit être nommé ?

4. Problème des sanctions contre le personnel  (pour retard dans la transmission des données, ou pour mauvaise qualité (fausse qualité) des données envoyées au fichier central) .
5. Discussion si des données peuvent être transmises au fichier central en dehors des heures de service ou bien faut-il une dérogation spéciale pour tout agent qui veut  faire tel acte.

6. Discussions sur le maintien et le délai (durée) de maintien du système papier copie dure  en parallèle avec la version informatique.
7. Discussion sur la répartition de l’argent  payé par les demandeurs de B3. 

·  Quelle sera la  clé de répartition entre le greffier du lieu de résidence et celui du lieu de naissance?
· Faut-il  créer ou responsabiliser un service pour gérer les fonds entre les greffiers, dans ce cas où seront gardés les fonds ?

· Les agents de la cellule centrale du casier judiciaire doivent-ils bénéficier d’une partie de ces fonds ?

8. Concernant l’acheminement des pièces au fichier central, faut –il passer obligatoirement par le Procureur général de son ressort ?

9. Comment gérer les problèmes de code d’accès au fichier central en cas de mutation ou d’empêchement d’un greffier en chef ?  Hors ces cas, le greffier en chef peut-il donner son code à un agent du greffe qui fera à son nom de greffier en chef introduire ou exploiter les données du fichier central?
Annexe 8
MINISTERE DE LA JUSTICE ET DES DROITS DE L’HOMME MALI
Rapport de Faisabilité dans la mise en œuvre d’un DATACENTER
I. Introduction

Dans le cadre de la mise en place d’un Casier Judiciaire Centralisé, informatisé et automatisé le Ministère de la Justice et des Droits de l’homme a besoin d’un Datacenter (Centre de calcul) pour héberger les données centralisées du casier judiciaire National.
II. Objectifs du Projet

· Mettre en place un centre de données.

· Optimiser l’usage des ressources physiques en utilisant une architecture virtualisée.

· Augmenter la fiabilité des services rendus en assurant leur disponibilité et leur continuité.

· Assurer la sécurité et la sûreté du centre de données en sécurisant le flux à l’intérieur de l’environnement virtuel, ainsi que le flux sortant.
Capacités minimum du centre de calcul 
Le centre de calcul envisagé doit permettre de gérer notamment les actions suivantes :

· Permettre le stockage, sous forme numérique, les fiches de B1 actuellement valide qui sont classés dans les diffèrent greffe du Mali.

· Mettre en réseau les procureurs et les greffiers en chef de toutes les juridictions concernées par le casier judiciaire avec un débit souhaitable.

· Permettre un accès sécurisé et fiable aux données

· Permettre la production automatique du Bulletin No 1 et la mise en place des mécanismes qui permettent d’alimenter le casier judiciaire central
· Ddévelopper un protocole de transfert des données déjà inscrites au Registre (RDJ) vers le casier judiciaire centralisé
III. Conception et mise en place du centre de données
1. État des lieux

Le site

Le site n’étant pas encore connu, le schéma qui suit est seulement à titre indicatif. Une fois le local choisi il est nécessaire de l’aménager pour que les machines soient installées.
Dans le local abritant le centre de calcul, les infrastructures et aménagement minimums sont nécessaires :

Un faux-plancher doit être prévu, développé et mis en œuvre pour répondre aux besoins suivants : 

· Système de distribution de l’air froid pour la climatisation 

· Chemins de câbles de données 

· Conduits pour les câbles de puissance 

· Grille de cuivre pour la mise à la terre des équipements 

· Passage pour les conduits d’eau réfrigérée ou autres fluides
2. DESCRIPTIONS TECHNIQUES

Le présent descriptif a pour objet la définition de l'ensemble des travaux et fournitures nécessaires à la réalisation d’un data center au Ministère de la Justice et des droits de l’homme.
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La mise en place de ce Datacenter doit prendre en compte les éléments suivants :

· La mise en conformité du site (cloisonnement, sécurisation des ouvrants, plancher technique, porte coupe-feu)

· Fourniture, Installation et mise en service du Contrôle d’accès alarme intrusion, gestion technique téléportée

· Le courant faible (pré câblage VDI, Actif informatique et téléphonique)

· Fourniture, Installation et mise en service de Détection et Extinction automatique d’Incendie

· Fourniture, Installation et mise en service Vidéo surveillance 

· Fourniture, Installation et mise en service  Energie, rack et cooling, circuits électriques, Éclairage de sécurité

· Fourniture, Installation et mise en service de tous les équipements réseaux et Sécurité

· Fourniture, Installation et mise en service de tous les serveurs

· Fourniture  de toutes les bases de données et Applications

· Maintenance et Support matériel des serveurs, équipements réseaux et sécurité sur 3 ans

· Maintenance et support  sur 3 ans : bases de données, applications
· Formation des utilisateurs 

· Une assistance et un transfert de compétence à l’équipe du Datacenter lors de la mise en place et la mise en œuvre.
Le rapport décrit l’infrastructure matérielle et logicielle requise.  Il dresse les prérequis minimums demandés.
3. NORMES ET REGLEMENTATIONS DES RESEAUX CABLES

Les installations électriques intérieures seront prévues entièrement encastrées et camouflées autant que possible. Elles seront réalisées par des câbles et conducteurs conformes aux normes.

L’ensemble des installations électriques devra être livré en parfait état de fonctionnement, réalisé conformément aux règles de l’art de l’EDM-SA du Mali et aux normes internationales en vigueur en particulier.

Pour l’installation du courant faible, l’ingénierie, la mise en œuvre ainsi que les composants respecteront les normes ci-dessus précitées et celles en application. Les installations seront notamment conformes aux lois, décrets, circulaires et à la réglementation en vigueur (liste non limitative).

4.   Formation du personnel 

Il est prévu la formation du personnel de sécurité de l'établissement, sur le fonctionnement de l'installation.

A la suite de la formation il sera remis la documentation des matériels installés, une notice de fonctionnement personnalisée de l'installation, ainsi que les plans de récolement de l'installation.
5. ARCHITECTURE TECHNIQUE DU DATACENTER

· Le cloisonnement : 
La salle à utiliser doit être cloisonné pour permettre les administrateurs du système et superviser les machines étant dans leur bureau. 

·  Les portes coupe-feu:

Les portes coupe-feu doivent être installées pour éviter la propagation d’un éventuel incendiât dans le bâtiment. 

·  Faux plancher: 

Il est prévu un plancher technique composé de Dalle 600x600x30 stratifiée, inerte au feu. Les traverses sont en acier galvanisé clipsé sur la tête de vérin ou vissé en des endroits. Les vérins ont la tête en aluminium moulé avec ergot de positionnement des dalles ; la tige est filetée soudée sur le platine acier galvanisé. Les vérins seront réglables 430 à 470mm fini 450mm.

6. SECURITE ELECTRONIQUE

· Câblage  des  systèmes  de sécurité

Les systèmes de contrôle d’accès, l’alarme d’intrusion à mettre en œuvre sont de type centralisé à bases de données distribuées sur un réseau Ethernet TCP/IP. Tous les périphériques seront câblés 3 paires 0.6mm2 dans un conduit gainé (orange ou annelé selon qu’il soit encastrés dans le mur ou logé dans un chemin de câble).

L’architecture de la vidéo surveillance sur IP reposera sur un câblage autonome structuré en étoile par des câbles FTP 4 paires catégorie 6 –zéro halogène. Les équipements de vidéosurveillance seront de type entièrement distribué, autonomes dans leur fonctionnement d’acquisition d’image, de visualisation d’enregistrement et d’archivage. 

Quant à la détection et extinction automatique au gaz, les prescriptions de mise en œuvre des fourreaux devront permettre de maintenir le degré CF des parois traversées et devront être réalisées suivant les articles CO 30 à CO 33 de l'arrêté du 25 juin 1980 modifié par l'arrêté du 2 février 1993. 

Le câblage devra respecter les données du constructeur et les normes en vigueur (en particulier la norme NFC 15-100 et la NFS 61-932).

La détection automatique est réalisée sur le câble SYT 1paire 0.8mm2 avec écran tandis que les lignes d’asservissement (extinction automatique, alarme) sont en câble CR1 2X1.5mm2 (Norme NFC 32 070).

Les connexions aux bornes de tous les équipements seront exécutées, après repérage, proprement et solidement.

· Contrôle d’accès et alarme intrusion

L'accès au site fait l'objet de mesures spécifiques de contrôle au niveau des portes d'accès.

· Architecture du système accès

Le système de contrôle d’accès à mettre en œuvre est de type centralisé à bases de données distribuées sur un réseau Ethernet TCP/IP.
L’installation sera constituée :

· De lecteur de badges de type proximité ;

· De lecteur biométrique veineux (reconnaissance sans contact du réseau veineux du doigt, Signature unique et infalsifiable analysé, Boîtier sécurisé avec commande ou avec sa commande d’ouverture de porte déportée) ;

· D’équipements de contrôle et de commande des portes (verrou, bouton poussoir de sortie, déclencheur manuel, détecteur d’ouverture, etc.) ;

· D’un contrôleur centralisant toutes les interfaces de gestion ;

· D’un PC de supervision hébergeant la base de données ;

· D’une imprimante de badges, 1 encodeur ;
· 1 carte TCP/IP 

· D’un lot de consommables (50 badges et accessoires de port)

· Alarme intrusion

Il est prévu un système d’alarme intrusion dans la salle informatique. 
·   Architecture du système alarme intrusion
L’installation de détecteurs d’intrusion sera composée :

· De capteurs intrusion : détecteurs d’ouverture de porte, les détecteurs bi-volumétriques. Les premiers permettent la surveillance périmétrique des ouvrants tandis que les seconds permettent la surveillance volumétrique du local ;
· D’une centrale d’alarme et de clavier de mise en et hors service.

La centrale d’alarme doit être intégrée au système de supervision du contrôle d’accès pour une gestion globale de la maitrise des accès.

7.  Sécurité incendie

Il est prévu de mettre en place un système de sécurité incendie pour assurer les services suivants :

· La détection automatique d’incendie et la mise en sécurité du bâtiment ;
· Les extincteurs mobiles et l’affichage de sécurité.
7.1.1   Extinction automatique dans la salle serveurs

Le Système de Détection Extinction (SDE) sera composé de deux sous-systèmes, le système de détection automatique et le système d’extinction automatique à gaz.

Le système de détection comprendra :

· Un équipement de contrôle et de signalisation (ECS) ;

· Des détecteurs automatiques d’incendie appropriés.

Le système d’extinction comprendra :

· Un dispositif électrique de commande et de temporisation (DECT) ;

· Un ou plusieurs réservoirs d’agent extincteur avec réseau de distribution ;

· Un équipement de signalisation sonore et lumineuse, les commandes manuelles.

L’agent extincteur sera un gaz inerte, incolore, inodore, non corrosif et non-conducteur de l’électricité, stocké en phase gazeuse sous une pression d’environ 300 bars dans des réservoirs de 50 ou 80 litres ; en particulier il s’agira de l’agent extincteur ARGO 55 à installer suivant les dispositions de la règle APSAD R 13.

Les zones à protéger sont le faux plancher, le faux plafond et l’ambiance de la salle serveur.

7.1.2  Mode de fonctionnement

Les informations de détection d’incendie sont données sur l’ECS. Sur la partie de relayage, une information d’alarme signale qu’au moins une des zones associées à la commande d’extinction est en alarme feu.
Dès la confirmation d’alarme par la deuxième zone de détection, le relayage lance le processus automatique d’extinction suivant :
· Commandes des signaux d’alarmes sonores et visuelles d’évacuation du local ;
· Commande des asservissements éventuels ;
· Lancement d’une temporisation réglable de zéro à 5 mn maximum avec temporisation ;
· Ouverture, à la fin de la temporisation, des réservoirs avec commandes des éventuels asservissements associés ;
· Arrêt des alarmes sonores et lumineuses installées dans le local protégé, après temporisation.
Dix minutes après la fin de l’émission de l’agent extincteur (temps d’imprégnation) l’ECS et le CR peuvent être réarmés, les panneaux lumineux situés à l’extérieur du local protégé cessent de fonctionner.
7.1.3 Les extincteurs mobiles

Tous les extincteurs devront être conformes à la norme EN 3 et porter l’estampille verte attestant cette conformité.

Ils devront être âgés de moins d’un an le jour de leur livraison sur site.

Le choix du produit extincteur sera fonction de la classe de feu auquel il est destiné à combattre.

Il est prévu 3 extincteurs à neige carbonique chargé 5KG CO2 et un extincteur à eau pulvérisée chargé 9L eau +additif AFFF.
8. CONSOLIDATION RACK, ENERGIE ET SYSTEME DE REFROIDISSEMENT

8.1 Résultats attendus  

Le but de ce projet est d’aboutir en termes d’aménagement et de refroidissement en termes de disponibilité à un Datacenter TIER III selon la norme TIA 942 et les recommandations de « The Uptime Institute ». 
Par ailleurs la solution devra permettre la continuité de refroidissement des équipements pour une durée d’une heure minimum en cas de dysfonctionnement des groupes électrogènes. La solution proposée devra garantir au minimum les résultats suivants :
8.1.1 Haute disponibilité

· Une distribution fiabilisée de l’énergie aux équipements, 

· Une compatibilité à la haute densité, 

· La réduction du risque d’erreur humaine, 

· La réduction du temps de retour à la normale (MTTR) 

8.1.2 Réduction du coût total de possession

Afin de réduire le coût total de possession, la solution permettra : 

· La réduction de la consommation énergétique (PUE < 1,7), 

· La réduction des frais de maintenance, 

· La réduction d’espaces utilisés au sol.

Toutes les données fournies doivent être certifiées par le constructeur.
8.1.3 Evolutivité facile

La solution devra permettre avec beaucoup de facilité les actions suivantes :  

· L’augmentation de la capacité du système sans interruption de la production,
· L’augmentation de l’autonomie.
8.1.4 Gestion prédictive à distance 

La solution devra intégrer une solution logicielle de gestion à distance permettant de : 

· Superviser à distance tous les paramètres de fonctionnement des composants, 

· Fournir des données complètes pour une analyse prédictive des défaillances,
· Alerte par email et SMS,
· Fournir des données complètes sur la répartition des équipements, des puissances, de l’énergie et du froid au niveau de chaque rack de manière à faciliter la prise de décision pour l’ajout rapide de nouveaux équipements sans risque de disjonction et de surchauffe, grâce à des simulations informatiques. 

8.2  Composants de la solution 

· Racks informatique et accessoires, 

· Bandeaux d’alimentation modulaires, 

· Onduleur modulaire,  

· Unité de refroidissement des équipements informatiques,
· Groupe de production d’eau glacée, 

· Réseau de distribution d’eau glacée,

· Système de sécurité environnementale et accessoire, 

· Système de gestion à distance du Datacenter, 

· Système de séparation physique des allées,
· Armoire de protection. 

8.3 Normes et règlements

Les installations seront réalisées conformément aux prescriptions des lois, arrêtés ou décrets, ainsi que les normes ou règlements en vigueur au jour de la soumission et concernant ce type d’installation. 

8.4  Description de la solution

8.4.1 Les Racks

La solution comprendra cinq armoires rack par site. Ces racks devront être équipés d’accessoires qui permettent de faciliter l’entretien, de gérer efficacement le câblage, et optimiser la distribution de l’alimentation électrique ainsi que la circulation de l’air. Chaque rack comprendra : 

· Des portes avant et arrière à codage identiques et perforées pour assurer le refroidissement des équipements du rack, 

· Des panneaux latéraux et un toit, 

· Des rails verticaux à écrous cages, 

· Des accessoires de gestion de câble (passe câble et anneaux de passage de câbles)

· Des roulettes et des pieds de stabilisation, 

· Des accessoires pour l’installation des équipements (écrous cage, vis, tournevis), etc,

·  Les barrettes de prises d’alimentation électrique.

Les dimensions de ces racks sont les suivantes :

Rack réseau : 

· Hauteur : 42U

· Largeur : 750mm 

· Profondeur : 1070mm  

Rack serveur : 

· Hauteur : 42U

· Largeur : 600mm 

· Profondeur : 1070mm  

8.4.2 Bandeau d’alimentation modulaire

La solution comprendra quatorze bandeaux de prise à monter verticalement à l’arrière de part et d’autre des racks. Les bandeaux permettront de brancher et d’alimenter les équipements informatiques logés dans les racks.

Les bandeaux de prise seront munis d’un système de mesure et d’affichage des caractéristiques électriques d’alimentation (tension, courant, etc.) 
8.4.3 Onduleur modulaire

Un onduleur modulaire est à fournir.  Cet onduleur sera installé dans le local technique dédié à chacun des deux sites. Cet Onduleur devra assurer aux récepteurs raccordés à sa sortie la continuité de fourniture d’une énergie électrique de qualité définie ci-après, y compris en cas de perturbations ou d’interruption du réseau électrique, dans les limites de l’autonomie liée à la capacité de la batterie installée.  

Il sera triphasé, de type statique et de conception modulaire N+1 afin de permettre la redondance d’alimentation et de permettre l’évolutivité en puissance. La puissance nominale en KW ou en KVA sera atteinte avec N modules de puissance, fonctionnant en parallèle et un module supplémentaire sera fourni et installé pour assurer la redondance. Chacun de ces modules sera remplaçable à chaud avec un mode de fonctionnement en double conversion (appelé on-line), conformément à la norme CEI 62040-2, et sera composée des équipements suivants :

· Un redresseur de type PFC ;

· Un chargeur de batterie dimensionné pour au moins 10% de la puissance nominale du module.
8.4.4 Unité de refroidissement

Un ensemble d’unité de refroidissement (six au total) mis en place sera modulaire évolutif de design proche de celui des racks et permettant d’assurer un refroidissement de précision des racks informatiques grâce à une technologie de type « refroidissement à eau glacée ».

Chacune de ces unités comprendra : 
· Une batterie à eau glacée type système deux tubes en cuivre et ailettes en aluminium, 

· Quatre filtres plissés, 

· Deux attentes de raccordement frigorifiques par le bas et par le haut, 

· Deux vannes d’arrêt, 

· Deux vannes de réglage, 

· Trois ventilateurs à vitesse variable afin de réduire la consommation électrique en dehors des périodes de pointe de refroidissement, 

· Un humidificateur à absorbeur de vapeur pour limiter la maintenance à un strict minimum, 

· Un jeu de résistances électriques permettant d’éviter le sur-refroidissement lors de la déshumidification, 

· Deux alimentations électriques permettent d’assurée la redondance sur la source électrique, 

· Une pompe condensat à double vitesse et de 3,5 m minimum de hauteur verticale, 

· Des roulettes de mobilité et pieds de stabilisation, 

· Des contacts d’entrée et sortie pour le raccordement d’un module Jbus/Modbus (possibilité de fonctionner avec une GTC), 

· Un contact sec pouvant permettre une extinction automatique en cas de détection incendie, 

· Un module SNMP Web pour une surveillance via le réseau informatique.

8.4.4.1 Groupe de production d’eau glacée

La production frigorifique sera assurée par deux groupes de production d’eau glacée fonctionnant en mode redondance, installés sur la terrasse du bâtiment.  Ces groupes seront constitués des équipements suivants :

· Un châssis métallique en acier galvanisé peint vernis avec de la poudre d’époxy,  

· Un compresseur scroll hermétique équipé de : 

· Protection thermique interne, 

· Système de contrôle intégré, 

· Variateur de vitesse, 

· Démarrage souple, 

· Contrôle de l’ordre des phases, 

· Sonde de pression et de température, 

· Deux étages de compressions, 

· Supports anti vibration

· Un (1) circuit de réfrigérant en tube cuivre y compris filtre déshydrateur, voyant liquide, vase d’expansion, vanne d’aspiration et de refoulement sur le compresseur, pressostats, manomètres BP et HP conformément aux standards EC (PED 97/23/CE), 

· Evaporateur multitubulaires à calandre, l’échangeur est isolé avec des cellules fermées de polyuréthane, 

· Contrôleur de débit à pression différentielle pour le condenseur et l’évaporateur, 

· Condenseurs multitubulaires à calandre, 

· Tableau électrique (IP54) tropicalisé conforme à la norme C15 100, comprenant un disjoncteur sur l’arrivée, les organes de protection des compresseurs et ventilateurs, et numérotation filerie, toutes les composantes électriques seront protégées contre la chaleur et l’humidité, un vernis spécial sera appliqué sur les composants et connections électriques.

· Une armoire de commande (IP 55) équipée d’un voltmètre (0-400v) à quatre positions, de trois ampèremètres 0-400A par phase, et d’un renvoi de commande et de signalisation (défaut de synthèse).

· Un module électronique à microprocesseur assurant les fonctions :

· Régulation de la température d’eau glacée

· Contrôle des paramètres de fonctionnement (pressions, température…)

· Diagnostic des défauts : HP, BP, débit d’eau, moteur compresseurs, antigel, huile.

· Inversion de l’ordre de démarrage des compresseurs.

· Anticourcycle

· Contrôle du nombre de démarrages.
8.4.4.2 Réseaux de distribution d’eau glacée

Le transport et la distribution de l’eau glacée aux unités de refroidissement du Data Center devront se faire principalement par des pompes de circulation d’eau glacée et des tuyauteries adéquates. Toutes les dispositions devront être prises pour fournir un débit d’eau glacée en quantité et en qualité aux unités de refroidissement. Le réseau devra comporter un circuit primaire et un circuit secondaire séparés par un ballon de stockage d’eau glacée. Le réseau devra comporter un minimum des équipements suivants : 

· Des pompes de circulation primaires,

· Des pompes de circulation secondaires,  

· Des filtres à tamis

· Des vannes d’arrêt, 

· Manomètres, 

· Thermomètres, 

· Contrôleur de débits

· Des vannes d’équilibrage sur chaque alimentation principale, 

· Une conduite principale d’alimentation, 

· Une conduite de dérivation pour la maintenance, 

· Des équipements d’isolation des tuyauteries, 

· Des accessoires de changement de direction.

8.4.4.3 Système de séparation physique des allées

Il est prévu dans le Data Center un ensemble de racks informatiques destinées à héberger les équipements à haute densité. Pour assurer un refroidissement optimal de ces équipements, il est prévu dans la solution un système de séparation physique des allées chaudes et froides pour cette zone. Ce système permettra d’éviter tout mélange entre l’air de soufflage et l’air reprise, contribuant ainsi à améliorer la capacité et le PUE de l’installation. 

Cette solution de confinement comportera : 

· Une dalle de plafond pour fermer le haut de l’allée chaud, 

· Deux portes de verrouillage de l’allée chaude, 

Elle devra également assurer les fonctionnalités suivantes : 

· Empêcher l’air chaud de se mélanger à l’air ambiant,  

· Empêcher l’air chaud de sortir par les orifices entourant le câblage, 

· S’adapter à l’évolution du data center grâce à une conception modulaire 

8.5 Sécurité physique, environnementale 

Il est également prévu dans ce projet la mise à niveau du système de surveillance de l’environnement existant. Ce système devra assurer une surveillance active contre les menaces de sécurités physiques, environnementales ou humaines susceptibles de provoquer des perturbations ou des pannes dans l’infrastructure informatique. Il s’agira notamment de prévoir les éléments suivants :  

· Des agrégateurs de capteurs de données, 

· Un ensemble de capteurs de température et d’humidité (au moins trois par racks)

· Un ensemble de capteurs de détection d’eau  

· Tous les accessoires de pose et de raccordement.
8.6 Système de gestion à distance du Datacenter

Le Datacenter est équipé également d’un logiciel de gestion à distance de Data Center qui devra également être mis à niveau dans le cadre de ce projet.  Il s’agira précisément de prévoir des licences additionnelles et équipement pour étendre les fonctionnalités suivantes à l’ensemble des racks : 

· Permettre une simulation dynamique de l’évolution de l’infrastructure physique et fournir des alarmes pour aviser le personnel approprié des questions cruciales, 

· Assurer l’emplacement optimal des charges critiques à travers les racks, 

· Assurer que l’infrastructure physique fournit la redondance, l’autonomie et la disponibilité requise, 

· Fournir l’historique et la valeur courante du PUE, de la consommation d’énergie et l’analyse des coûts des sous-systèmes, 

· Permettre de détecter l’origine des problèmes du data center et leurs impacts sur les charges IT. 

8.7 Armoires de protection des groupes d’eaux glacées et de l’onduleur

Les armoires seront de structure modulaire, associables et évolutifs. Ils seront composés d'un fond supportant les platines fonctionnelles et d'éléments d'habillage démontables rapidement afin de faciliter les interventions sur site.

8.8 Localisation des équipements (Vidéo Surveillance)

Afin de sécuriser les équipements installés et contrôler les mouvements à l’intérieur et aux alentours du Datacenter, Il est prévu un système de vidéosurveillance composer de :

· Une caméra dôme fixe extérieure, jour et nuit équipé Led IR, haute résolution sur la porte d’entrée du Datacenter ;

· Une caméra fixe intérieure jour et nuit fixé dans la salle des informaticiens et visant l’entrée de la salle serveur ;

· une caméra fixe intérieure jour et nuit fixé dans  la salle serveur  et visant sortie de la salle serveur ;

· une caméra dôme panoramique  intérieure, jour et nuit équipé Led IR, haute résolution fixée au plafond de la salle serveur avec une ouverture de 180°.
8.9 Les appareillages électriques

8.9.1 Lampes, les prises et divers périphériques 

Tout le petit appareillage s’entend avec tous travaux de finition y compris les accessoires de poses et de raccordement. Les boîtes d’encastrement des interrupteurs et socles de prises de courants seront en matière moulée de forme carré avec visserie de Legrand ou similaire afin de faciliter les connexions.

· L’appareillage de commandes (interrupteur, bouton poussoir, etc.) sera encastré de type Legrand Mosaïque 45 10A/250V ou similaire. Il sera de type étanche dans la salle machine et posé sur goulotte appropriée.
Les prises de courant électriques 2P+T seront encastrées de type Mosaïque 45x45 de 10/16A Legrand ou similaire. Compte tenu de l’utilisation spécifique du courant régulé (informatique et appareillages sensibles), toutes les prises électriques seront munies d’un dispositif à détrompage.
· Les luminaires seront de type Philips, Mazda ou similaire installés au plafond ou en applique sur les murs. Les luminaires étant des éléments participant à la décoration, ils seront obligatoirement soumis à l’approbation du Maître d’Œuvre avant toutes commandes. Ils sont essentiellement Plafonnier double 2x36W équipée de tube fluorescent TLD 36/54.
8.9.2 L’éclairage de sécurité 

Il doit permet, lorsque l’éclairage normal ou de remplacement est défaillant :

-  l’évacuation sure et facile des personnes vers l’extérieur,

 - les manœuvres intéressant la sécurité,
 - d’éviter la panique en cas de non fonctionnement de l’éclairage normal.

8.9.3 Gestion de la  distribution électrique

Il est prévu un système de gestion de l’énergie qui contrôle les informations collectées sur le terrain et permet une supervision des charges de l’installation via un serveur web intégré. Le contrôleur iRIO possède 12 entrées impulsionnelles ou numériques d’état et 4 sorties numériques. Il intègre une carte mémoire  Compact Flash de 1 Go pour stocker les données et un module d’alimentation sur lequel une batterie 12 V sera  connectée. La version GSM est retenue pour ces fonctions de transmissions et d’alerte par SMS. 
8.10 Groupe Electrogène de 66 KVA

8.10.1 Les valeurs nominales et normes standard du groupe :

· Alimentation d'urgence et de secours (ESP) :

Applicable pour alimenter des charges électriques variables pendant la durée d'une coupure de courant d'une source utilitaire fiable. L'alimentation d'urgence et de secours (ESP) doit être conforme à la norme ISO 8528. L'alimentation d'interruption de carburant

· Alimentation de fonctionnement à durée limitée (LTP) :

Applicable pour alimenter une charge électrique constante pendant un nombre d'heures limité.

L'alimentation de fonctionnement à durée limitée (LTP) sera conforme à la norme ISO 8528

· Alimentation principale (PRP) :

Applicable pour alimenter une charge électrique variable pendant un nombre d'heures illimité.

L'alimentation principale (PRP) doit être conforme à la norme ISO 8528. Une capacité de surcharge de dix pour cent doit être disponible, conformément aux normes ISO 3046, AS

· Alimentation de charge de base (continue) (COP) :

Applicable pour l'alimentation constante d'une charge électrique constante pendant un nombre d'heures limité. L'alimentation continue (COP) doit être conforme aux normes ISO 8528, ISO 3046, AS

2789, DIN 6271 et BS 5514

9. L’INFORMATIQUE, ACTIFS RESEAUX

9.1 Plateforme de virtualisation et de consolidation des serveurs :

Architecture proposée

Voir page suivante
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9.2 Spécificités de l’environnement 

A l'heure actuelle, la virtualisation semble être en effet la seule solution viable pour réduire réellement les coûts liés au SI (Système d'Information). La Virtualisation impacte 3 domaines majeurs, qui sont :

· Le système d'exploitation (OS en anglais pour Operating System)

· Les applications

· Le stockage

La virtualisation impacte aussi d'autres domaines mais moindre comme :

· Le réseau

· La sécurité
La plateforme Virtualisée, sera fournie avec un outillage d'administration et de supervision unifié pour l'ensemble des composants Matériels et logiciels systèmes à savoir les Appliances, le Stockage, le Réseaux,  l'Hyperviseur, les machines virtuelles (VMs), les Systèmes d’Exploitation invités  et éventuellement des applications dans les VMs.  Cet outillage devra :

· Permettre la mise à disposition de l'infrastructure IaaS (Infrastructure as a Service) en moins d'une Heure, à compter de la mise sous tension de la plateforme. 

· Pouvoir Evoluer vers la gestion de logiciels et/ou de configuration PaaS (Plateforme as a Service) et SaaS (Software as a Service) sans remise en cause de l'architecture matérielle ou logicielle.

· Intégrer un mécanisme de comptabilisation de l'utilisation des licences Oracle. il devra permettre de superviser l'utilisation globale des licences à tout instant, en termes de conformité (Compliance Oracle) en regards des engagements contractuels de licences avec cet éditeur

· Fournir les moyens de garantir la conformité (compliance) de l'usage des licences logicielles sur l'équipement en regards des engagements pris avec les éditeurs de logiciels.

La couche de virtualisation proposée devra inclure un mécanisme d'encapsulation permettant de :

· Configurer et provisionner rapidement des applications d'entreprise dans des environnements virtualisés et de cloud.

· Déployer une pile de logiciels entièrement configurés avec des images logicielles préinstallées et préconfigurées.

9.3 Système de stockage et de sauvegarde 

Un stockage de dernière génération basé sur un matériel et une architecture logicielle de pointe grâce à un système d'exploitation du stockage en multithreading intelligent sera déployé. 

Les spécificités de ce stockage :

· Une solution de clustering des contrôleurs pour assurer la haute disponibilité à ce niveau.

· Une architecture basée sur le système de fichiers « auto réparation » qui garantit l'intégrité des données de bout en bout et un ensemble de services de données de classe entreprise.

· Un  rapport prix/performances avec des résultats reconnus sur les trois principaux benchmarks, SPC-1, SPC-2 et SPECsfs 

· Une mise en cache dynamique entre la DRAM et les disques Flash qui optimise, en permanence et de manière automatique, la localisation des données entre la mémoire dynamique (DRAM) et les disques Flash. Cela à pour but d’offrir un accès optimal et une efficacité exceptionnelle, tout en conservant les données en toute sécurité sur des disques (HDD) de haute capacité.

· Un ensemble de services de données « Inline » y compris la compression, la déduplication, les clones et la réplication 

· Un large éventail de connectivité  dont: Ethernet, Infiniband et Fibre Channel

·  Une gestion intuitive facilitée par un outil puissant d’analyse qui  reflète parfaitement les interdépendances entre l’environnement du client et les composants hardware et software de la baie. 

· Une forte intégration fonctionnelle dans les environnements Oracle Database afin d’ offrir des améliorations considérables en termes d'efficacité et de réduction des risques.

· Proposer un Utilitaire de gestion Snap pour Oracle Database  en vue de créer de manière automatique,  des sauvegardes logiques, de les restaurer ou de cloner les bases de données Oracle stockées sur le Stockage

· Proposer des plugins qui  permettent  à l’hyperviseur de gérer l'Appliance pour une mise en œuvre centralisée dans les environnements virtualisés. 

· Un Système intelligent de communication avec la version 12c de la base de données. Cela permet un ajustement dynamique et permanent  au sein de la baie ; donne une performance optimale et un temps d'administration manuelle réduit de plus de 65%.

· Un mécanisme de compression en Colonne capable réduire de 10 à 50 fois les volumes de données datawarehouse ou mixtes  doit être mise en place. Ce mécanisme permet d’accélérer les requêtes d’un facteur de 3 à 8. 

· Ces volumes compressés devront pouvoir être accessible de façon transparente au sein d’une même sauvegarde ASM  ( Automatic Storage Management ) depuis l'instance principale via l'option partionning.
9.4 Plateforme  de consolidation et de virtualisation de bases de données 

Une plateforme de consolidation, intégrée, optimisée  pour les de base de données Oracle doit être installée. Cette plateforme devra offrir le meilleur niveau possible de performance d’évolutivité et de continuité de service et de et de sécurité pour tous types de base de données Oracle tels que les transactions en ligne (OLTP), le Data Warehousing (DW) et base de données en mémoire  (In-Memory Analytics).

La plateforme proposée devra :

· Intégrer un stockage interne intelligent et optimisé pour stocker et accéder  aux données de la base de données Oracle. Il devra être conforme à l’initiative HARD (Hardware Assisted Resilient Data) afin d’éviter  que des données  corrompues soient écrites sur les disques.

· Ce stockage doit être capable d’effectuer de manière totalement transparente les contrôles HARD et sans qu’aucun paramètre ne soit nécessaire ni au niveau du tiers bases des données ni niveau du tiers de stockage

· Ce Stockage interne doit avoir un mécanisme de compression en Colonne capable réduire de 5 à 20  fois les volumes de données data warehouse ou mixtes et d’accélérer les requêtes.

· Ce stockage doit disposer d’un grand nombre de processeurs de stockage pour un traitement rapide de la compression/décompression. Ainsi, l’on pourra  bénéficier des avantages de performance analytiques de la  compression en colonne tout en évitant le ralentissement des opérations de « drill-down » (accès à une rangée).

· S’appuyer sur une base de données Oracle standard, de sorte que toute migration de l’application utilisant la base de données oracle vers ou depuis cette plateforme puisse se faire sans aucune modification ni de changement au niveau de l’application. 

· Mettre en cache automatiquement les données actives dans la mémoire flash et en laissant les données froides sur les disques. Cette fonctionnalité logicielle devra comprendre  les charges bases de données afin d'éviter la mise en cache les données dont les bases de données sera rarement accédées ou est trop grandes  pour tenir dans le cache.

· Etre capable d’augmenter dynamiquement la capacité du cache flash, cela permet de conserver beaucoup plus de données et de diminuer la nécessité d'accéder aux données sur les disques. 

· Utiliser également le cache en écriture tout particulièrement pour les bases transactionnelles OLTP et pour l’exécution de traitements par batch. L’écriture dans le cache est transparente, persistante et entièrement redondante. 

· Accélérer le traitement des bases OLTP, en se basant sur un algorithme spécial qui tire profit d’une combinaison entre la mémoire flash et la RAM dans les contrôleurs de stockage pour réduire considérablement et éviter les pics de latence des écritures des logs vu que le temps d’exécution des transactions ou des mises à jour critiques sont très sensibles à cette latence. 

· S’appuyer sur les fonctions de sécurité de la base de données Oracle pour permettre de chiffrer entièrement toutes les données et exécuter des requêtes sur les bases de données entièrement cryptées avec une faible utilisation des ressources processeur. Le traitement du cryptage s’opère dans le stockage interne après que les données soient compressées de telle sorte que le coût du décryptage est diminué par le degré de compression.

· La plateforme proposée devra éliminer ce ralentissement en dupliquant tout sous-ensemble des données en mémoire à travers des nœuds. Si un nœud échoue, les requêtes peuvent utiliser de manière transparente le duplicata de données sur un nœud survivant et les traitements peuvent se poursuivre sans interruption.

9.5 Sauvegarde à Haut Débit 

Il est prévu une opération de sauvegarde à haut débit pour dupliquer et mettre en sécurité les données du Datacenter. Ces données sauvegardées doivent être conservées à l’extérieur du Datacenter. On peut y faire recours à tout moment pour restaurer tout le système en cas de besoin.

Cet environnement de sauvegarde devra avoir les Caractéristiques suivantes :

· Environnement de sauvegarde de type disk-to-disk-to-tape (D2D2T) à haut débit ;
· La sauvegarde des bases de données ORACLE se fera via une connectivité infiniband 40Gb/s à faible latence en connectivité direct avec le périphérique de sauvegarde disque via RMAN ;
· La sauvegarde de la base de données Oracle se fera en mode compressée  sur une Appliance de sauvegarde disque qui supporte le mode de compression utilisé sur les bases de données de production ;
· Le calendrier de sauvegarde comprendra des sauvegardes complètes et incrémentielles ;
· Afin d’optimiser les performances des sauvegardes incrémentielles, Le filtrage des blocks sera déchargé de manière transparente et automatique sur les stockages de l’Appliance dédiées aux bases de données de production et seuls les blocks nécessaires à la sauvegarde seront envoyés aux serveurs de bases de données, rendant ainsi la sauvegarde plus rapide.
9.6 Actifs Réseau

9.6.1 Etat des lieux

Dans tous les services ou directions visités voir liste en annexe la connexion réseau est un grand problème. 

La plupart des sites sont à l’extérieur de Bamako et souvent dans des zones ou l’électricité même est un problème. Vue également la distance entre ces sites et le centre qui peut être à Bamako, nous pensons que l’interconnexion à travers les réseaux operateur est une solution pour faciliter la communication entre les sites distants et le centre principal.
· Les sites de Bamako peuvent être connectés au centre par la boucle locale radio
· Les sites distants seront connectés via internet des opérateurs de télécommunication.

Comment les utilisateurs accèdent-ils aux applications ?
Avec la mise en place des deux nouveaux Data Centers (site primaire et site backup), les applications et les bases de données seront déportées et donc leur accès se fera via le WAN (fibre optique gouvernementale ou via les fournisseurs d’accès Internet – Sotelma et Orange Mali).

Les applications ciblées dans cette étude sont du type Web. 
Le nombre de connexions simultanées par application est estimé à 200 en moyenne, voire 400 à 500 à long terme.

9.6.2 Prestations attendues

9.6.2.1  Plateforme réseau informatique

La plateforme proposée sera suffisamment dimensionnée afin de pouvoir servir les besoins de communications présents et futurs du Ministère de la Justice et des droits de l’Homme.  Elle sera fournie avec :

· Une redondance hardware à tous les niveaux (commutateurs, firewalls, systèmes d’intrusion / détection) ;

· Une double liaison Internet (à la charge du Ministère) ;

· Un outil d'administration et de supervision unifié pour l'ensemble des composants matériels ;

· Une évolutivité en termes de composants.  En effet, les équipements proposes doivent répondre à un roadmap constructeur d’au moins 5 ans ;

· Une possibilité de mises à jour logicielles sans interruption de services ;

· Des Appliances de sécurité / pare-feu de la nouvelle génération NGFW (Next Génération Firewalls) ;

· Un outil de supervision pour environnements hétérogènes.

Le prestataire mettra dans son offre des propositions d’amélioration de l’architecture cible et fera ressortir les travaux de Low Level Design (LLD).  Des travaux supplémentaires sur le LLD seront effectués avec le soumissionnaire retenu. A l’issu de ces travaux, l’adjudicateur devra livrer des documents détaillés sur les LLD de chaque solution retenue, y compris le routage, la commutation, la sécurité, le monitoring, etc.
9.6.2.2 Eléments Actifs du réseau

a) Les commutateurs centraux (d’agrégation)

L’objectif étant la mise en place d’un Data Center de nouvelle génération avec une solution de bout en bout intégrée, ces commutateurs doivent répondre aux exigences suivantes :

· L'agrégation et la haute densité ainsi qu'à la connectivité de serveurs se trouvant en bout de rangée ou sur le haut du rack ;

· Une connectivité 10, 40 et 100 Gigabit Ethernet à haute densité ;

· Une solution évolutive, performante et à haute résilience ;

· Possibilité de déploiement avec la création d’une redondance pour augmenter la bande passante et l'équilibrage de charge ;

· Une capacité de commutation pouvant atteindre 1,92 Tbps ;
· Une solution idéale pour les déploiements centraux et de périphérie pour les centres de données de taille moyenne.
b) Sécurité réseau haute performance pour Data Center : les pare-feu 

La solution proposée doit répondre aux spécifications d’un pare-feu de nouvelle génération (NGFW), avec un déploiement en mode « haute disponibilité » (HA).  Le prestataire précisera le type de haute disponibilité après étude de l’architecture cible. 

La fonction NGFW assure une protection évoluée et performante contre les menaces et sur leurs différents vecteurs. 

Les plateformes NGFW proposées doivent répondre aux critères suivants pour le déploiement d’une solution de sécurité pour un Datacenter consolidé et performant :

· Pouvoir associer un système de prévention d’intrusion avec une analyse granulaire de type DPI (Deep Packet Inspection) ;

· Permettre d’identifier et de contrôler les applications sur le réseau ;

· De valider l’identité des utilisateurs ;

· Et d’appliquer les règles d’accès de manière appropriée ;

· Pouvoir offrir une infrastructure de sécurité de Data Center, avec notamment un Firewall haute capacité à la pointe de l'industrie offrant un débit exceptionnel et une latence extrêmement faible ;

· Offrir la sécurité, la flexibilité, l’évolutivité et la facilité de gestion exigées pour vos environnements physiques, virtuels et de cloud ;

· Offrir les performances, la flexibilité, la conformité et la rentabilité requises par ces environnements dynamiques et hautement performants ;

· Une connectivité 10 et 40 Gigabit Ethernet à haute densité, avec une évolution vers la connectivité à 100 GbE ;

· Une plateforme de sécurité qui puisse fournir l'ensemble de services de sécurité pour le Data Center.

c) Les systèmes d’intrusion / détection (IPS)

La plate-forme de base du système de prévention des intrusions nouvelle génération (NGIPS) souhaitée sera un appareil de sécurité réseau monté en cluster et offrant le débit, les options d'interface et la protection adaptés à tous les segments du réseau du Data Center.  La solution proposée sera basée sur des appareils modulaires qui doivent également :

· Permettre de choisir le nombre et le type d'interfaces en fonction du réseau ;

· Permettre de configurer une fonction de : 

· contournement (bypass) et une fonction « fail-open » intégrées (utiles dans les déploiements en ligne) ;

· de « non-bypass » préférable dans les déploiements passifs ou « fail-closed ».
d) Les commutateurs d’accès

· Au niveau de l’accès « Internet »

Un projet de couverture du territoire via fibre optique a été entrepris par le gouvernement malien et est en cours d’exécution.  Ce projet n’étant pas opérationnel, l’accès au Data Center sera fourni par les FAI. Ainsi, par souci de redondance et de disponibilité du service, deux liaisons FAI seront mises en place pour l’accès aux applications et aux services dans le Data Center. 

Chaque liaison FAI sera terminée sur un commutateur suffisamment robuste avec des ports de densité d’au moins 1 GigE.  Le modèle de commutateur propose disposera également d’assez de ports 10GigE pour leur connectivité sur les pare-feu et les systèmes d’intrusion prévention.  La solution proposée devra disposer de fonctionnalités suivantes :
· Plate-forme d'accès optimisée et riche en fonctionnalités avec un empilage de 480 Gbit/s pour le poste de travail Gigabit et la technologie sans fil 802.11ac ;

· Accès filaire et sans fil convergé via l'extension des fonctionnalités filaires, résilience, qualité de service (QoS) granulaire et évolutivité vers le sans fil ;

· Services distribués sur les réseaux filaires et sans fil, notamment en ce qui concerne le contrôle et la visibilité sur les applications, les politiques et la sécurité.

· Au niveau des « Serveurs » d’applications

Ces commutateurs permettront la connectivité des serveurs physiques aux commutateurs d’agrégation, et répondront des fonctionnalités suivantes :

· Connectivité Ethernet 100 Mo et 1, 10 et 40 Gbit avec liaisons uplink Ethernet 10 et 40 Gbit ;

· Extensibilité de fabric avec point de gestion unique ;

· Réduction de l'encombrement au sol et des coûts de câblage du data center grâce au câblage inter-rack optimisé ;

· Extension aux serveurs lame.

e) Les liaisons Internet

Ces liaisons permettront aux sites distants d’accéder aux applications et services du Data Center.  Elles seront dotées de bande passante assez élevée afin de permettre aux utilisateurs un accès facile via le WAN.  La bande passante sera suffisamment dimensionnée afin de répondre aux exigences soulignées précédemment dans le paragraphe « Etat des lieux ».

f) Le logiciel de supervision (monitoring) du réseau

La solution de monitoring du réseau sera basée sur celle de SolarWinds qui répond aux besoins de monitoring des éléments physiques et virtuels du Data Center.  SolarWinds propose aux professionnels de l'informatique une suite de logiciels de gestion des périphériques, systèmes et applications qui dépendent et se connectent au réseau de l'entreprise - de la défaillance et la performance à la configuration, en passant par la performance des applications et la gestion d'adresses IP. Les utilisateurs peuvent consulter les statistiques en temps réel et la disponibilité de leur environnement informatique à partir de n'importe quel navigateur Web.  

g) Architecture Cible

L’architecture cible est une solution réseau optimisée, redondante, évolutive et sécurisée.  Elle répond aux normes et besoins d’un Data Center de nouvelle génération.
Voir schéma sur la page suivante :
Digramme du réseau cible du site primaire :
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Digramme du réseau cible du site backup :
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h) Densité de ports (en 10G) et interconnexion entre éléments actifs du réseau
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IV. Budget prévisionnel détaillé
· Aménagement de la Salle  (Cloisonnement)

	DESIGNATION
	QTE
	P.UNIT
	MONTANT

	Cloisonnement en voile paysagé de 16 y compris accès escalier jusqu'au droit de la porte du magasin actuel (voir plan)
	                   1   
	852 000
	852 000

	 cloison vitrée (vitrage règlementaire et sécurisée) 
	                   1   
	1 620 500
	1 620 500

	Ouverture de la porte du magasin dans la salle d’attente (actuel secrétariat) y compris porte en tôle à valider par le maitre d'ouvrage
	                   1   
	385 600
	385 600

	fourniture et pose d'extracteur d'air alimenté sur 220V et asservis au système d'extinction automatique à gaz 
	                   1   
	408 400
	408 400

	Renforcement des grilles de protection des fenêtres 
	                   1   
	378 300
	378 300

	Peinture à huile 
	                   1   
	983 400
	983 400

	Total HTVA.
	4 628 200


· Porte Coupe-feu

	
	FOURNITURE ET POSE PORTE COUPE FEU 
	

	QTE
	DESIGNATION
	P.UNIT
	MONTANT

	 
	PORTE COUPE FEU 2 VANTAUX
	 
	 

	2
	PORTE PIVOTANTE METAL. SERIE RENFORCEE, 2 VANTAUX, CF60, TYPE 027 Certifiée NF 
	1 715 189  
	3 430 378  

	 
	Bâti à cheviller en tunnel dans mur béton (kit de fixation compris)
	 
	 

	 
	1XAntipanique 1 PT latéral JPM PUSHBAR réf. 9000 + EN 3000
+ 1/2 Cylindre Européen.
	 
	 

	 
	1XRéservation Antipanique
	 
	 

	 
	2XFerme-Porte GEZE TS2000 (Force 2 à 4) avec Bras Compas Standard
	 
	 

	 
	2XRéservation Ferme-porte coté paumelles à préciser
	 
	 

	 
	6XButée à bille PPMR zinguée porte série renforcée dia. 22 x 12 ép. 8
	 
	 

	 
	2XEtiquette "PORTE COUPE-FEU A MAINTENIR FERMEE"                                                             Texte rouge sur fond blanc plastique semi rigide brillant. Format 60x160
	 
	 

	 
	1XSélecteur de fermeture de porte JPM réf. 914000.05 RALLONGE 140
avec prolongateur réglable
	 
	 

	 
	1XRéservation Sélecteur
	 
	 

	 
	1XDispositif de sécurité - DS 90
	 
	 

	 
	1XCrémone automatique JPM "EUROPAD 179"
	 
	 

	 
	1XRéservation Crémone coté opposé aux paumelles
	 
	 

	1
	PORTE COUPE FEU 1 VANTAIL
	947 148  
	947 148  

	 
	PORTE PIVOTANTE METAL. SERIE RENFORCEE, 1 VANTAIL, CF60, TYPE 026
Certifiée NF - Mode 1, Composée d'un vantail isoplan, épaisseur 54 mm, recouvert de parements en acier E.Z. 10/10 éme à peindre. Ferré sur un bâti à sceller en acier E.Z. épaisseur 20/10 ème. Dimensions de passage libre entre bâti : 900 x 2025 (L x H)
	 
	 

	 
	1X Bâti à cheviller en tunnel dans mur béton (kit de fixation compris)
	 
	 

	 
	1XAntipanique 1 PT latéral JPM PUSHBAR réf. 9000 + EN 3000 + 1/2 Cylindre Européen.
	 
	 

	 
	1XRéservation Antipanique
	 
	 

	 
	1XFerme-Porte GEZE TS2000 (Force 2 à 4) avec Bras Compas Standard
	 
	 

	 
	1XRéservation Ferme-porte coté paumelles à préciser
	 
	 

	 
	1XButée à bille PPMR zinguée porte série renforcée dia. 22 x 12 ép. 8
	 
	 

	 
	1XEtiquette "PORTE COUPE-FEU A MAINTENIR FERMEE"
Texte rouge sur fond blanc plastique semi rigide brillant. Format 60x160
	 
	 

	2
	ACCESSOIRES DE POSE
	 
	 

	2
	POSE-RACCORDEMENT -coordination avec crtl accès
	185 500  
	371 000  

	 
	PRESTATIONS 
	 
	 

	1
	POSE-RACCORDEMENT -coordination avec crtl accès
	1 057 200  
	1 057 200  

	
	
	Total HTVA
	5 805 726  


· Plancher Technique

	Fourniture et Pose des faux planchers 
	

	DESIGNATION 
	Quantité 
	P. Unitaire
	Montant 

	Fourniture et pose faux plancher salle serveur
	 
	 
	 

	Dalle 600x600x30 rev. stratifié
	84
	40 128  
	3 370 752  

	Vérin réglable 430 à 470mm fini 450mm
	86
	8 727  
	750 531  

	Poche de colle à vérin 600ml
	6
	16 556  
	99 333  

	Buse pour poche de colle
	6
	2 980  
	17 878  

	Traverse de renfort sans joint
	80
	6 663  
	533 000  

	Joint de traverse autocollant
	80
	2 222  
	177 736  

	Tresse de masse cuivre étamée 5mm2
	40
	7 931  
	317 252  

	Joint compris-bande périphérique 5x25mmx15ml
	6
	16 977  
	101 860  

	Ventouse double de levage
	2
	97 955  
	195 910  

	Matériel pour 1 emmarchement et 1 rampe
	1
	973 158  
	973 158  

	Accessoires de pose
	1
	382 500  
	382 500  

	
	
	Total HTVA
	6 919 909  


· Contrôle d’accès 

	
	CONTRÔLE D'ACCES BIOMETRIQUE
	

	Quantité
	Désignation
	Prix Unit
	Montant

	2
	 Lecteur biométrique « empreinte seule » et/ou « badge +  empreinte » et/ou « badge seul 
	251 660
	503 320

	1
	Enrôleur d’empreintes pour PC
	294 626
	294 626

	2
	Lecteurs de contrôle d'accès
	83 579
	167 158

	1
	Encodeur pour badges 
	163 478
	163 478

	1
	 Alimentation 12V/3A pour  ventouses + coffret
	356 098
	356 098

	1
	Contrôleur multi portes: 4  portes  
	574 000
	574 000

	1
	Logiciel  + convertisseur + webcam 
	598 218
	598 218

	2
	Boitier bris de glace vert à membrane déformable
	19 516
	39 032

	50
	BADGE ISO 1K P/Biométrie
	1 942
	97 082

	2
	Ventouse 530KG SAILLIE  12/24V-RELAIS
	158 800
	317 600

	2
	 Support-L Ventouse 500KG
	22 985
	45 969

	4
	 Support-Z Pour  Ventouses
	24 718
	98 872

	1
	ALIMENTATION INTRUSION Swit        
	52 036
	52 036

	4
	Batterie 12V/7Ah YUASA
	21 431
	85 724

	4
	Contact magnétique 
	22 780
	91 120

	1
	Sirène extérieure 119 dB
	158 058
	158 058

	1
	Câble et accessoires de pose
	108 000
	108 000

	1
	Accessoires de pose menuiserie électricité
	121 500
	121 500

	10
	Personnalisation badges et création base de données
	5 400
	54 000

	1
	PC de supervision 
	780 000
	780 000

	1
	PRESTATIONS
	1 196 300
	1 196 300

	 
	Pose, raccordement et Paramétrage- formation - garantie annuelle
	 
	 

	 
	 
	 
	 
	 
	 
	Total HTVA
	5 902 191


· Extinction automatique

	
	EXTINCTION AUTOMATIQUE AU GAZ ARGONITE 
	

	Quantité
	 
	 
	Désignation
	 
	 
	Prix Unitaire
	Montant

	 
	EXTINCTION AUTOMATIQUE AU GAZ ARGONITE 
	 
	 

	4
	DETECTEUR CSCAN+ M 
	71 077
	284 308

	4
	DETECTEUR C SCAN+ O
	57 195
	228 780

	2
	SUPPORT DETECTEUR F-PLANCHER
	20 378
	40 756

	2
	SUPPORT DETECTEUR F-PLAFLOND
	20 378
	40 756

	8
	SOCLE CSCAN+
	6 710
	40 260

	1
	DECLENCHEUR MANUEL  WCP1A-Y910SF-A207-01C
	70 690
	70 690

	1
	CENTRAL UTEX PACK 6ZONES 
	1 572 165
	1 572 165

	2
	KIT 2 BATTERIES . 7Ah 12V UL94-V0
	77 615
	155 230

	1
	Transmetteur téléphonique DIALTEL 31DPV
	476 784
	476 784

	1
	PASSAGE MANUEL/AUTO EXTINCTION
	47 995
	47 995

	2
	MODULE DAOV ELECTRIQUE V2
	210 249
	420 498

	1
	DIFFUSEUR SONORE PSS-0089 SONOS DC SOCLE BAS
	66 152
	66 152

	2
	PANCARTE LUMINEUSE 2 LIGNES
	369 604
	739 208

	1
	F.AV "ENTREE INTERDITE"
	57 453
	57 453

	1
	F.AV "EVACUATION"
	57 453
	57 453

	2
	réservoir équipé 80 IG55
	1 380 763
	2 761 526

	1
	Kit tuyauterie bout 80L pour diffuseur ambiance+ Fplancher+F.Plafond
	290 681
	290 681

	1
	Kit équip.Modul ARGO55+ 80L
	543 254
	543 254

	2
	Ens. diffuseur DN 20 (3/4")- orifice 7 à 14mm (Code-xxx)
	84 418
	168 836

	2
	Ens. diffuseur DN 15 (1/2")- orifice 2 à 10mm 
	37 613
	75 226

	1
	Event de surpression avec grille finition et grille CF 0,12m2
	553 837
	553 837

	1
	Câble et accessoires et plomberie
	798 813
	798 813

	 
	EXTINCTION MANUELLE 
	 
	 

	2
	Extincteur à neige carbonique chagé 5KG CO2 
	87 500
	175 000

	 
	PRESTATIONS
	 
	2 591 740

	 
	 
	 
	 
	 
	 
	Total H.T.
	12 257 401


· Affichage Sécurité

	AFFICHAGE DE SECURITE 

	DESIGNATION
	Prix Unitaire
	Quantité
	Montant

	PANNEAU SORTIE DE SECOURS
	                      8 816   
	1
	                  8 816   

	PANNEAU "PORTE COUPE-FEU NPMOF"
	                    18 341   
	1
	                18 341   

	PANNEAU "ARMOIRE ELECTRIQUE" Fond Jaune
	                    24 205   
	1
	                24 205   

	PANNEAU "DEFENSE DE FUMER" Fond Rouge
	                    18 341   
	2
	                36 681   

	SORTIE + FLECHE
	                    34 398   
	3
	             103 195   

	ECLAIRAGE DE SECURITE  DES 60 ET CE  Incand NP étanche 45 lm
	                 102 526   
	2
	             205 052   

	ECLAIRAGE  SECURITE DES 400 N CE Fluo NP débrochable 400 lm
	                 182 933   
	3
	             548 800   

	Câble, Câblage et raccordement 
	                 394 250   
	1
	             394 250   

	TOTAL HTVA
	 
	 
	          1 339 340   


· Vidéo IP

	
	VIDEO SURVEILLANCE SUR IP 
	
	

	Quantité
	Désignation 
	Prix Unitaire
	Montant

	1
	Serveur de Vidéo surveillance
	2 564 798
	2 564 798

	1
	5 caméras IP et 25 flux vidéos
	675 669
	675 669

	1
	PC de supervision IDIA avec Moniteur SAMSUNG 19" 
	843 000
	843 000

	1
	Switch 10/100 + Gb + fibre -  web mangeables niveau 2 avancé. Rack 1U (alim interne)./ 24 ports 10/100  PoE - 195 W - 2 ports Gb - 2 slots SFP
	142 870
	142 870

	3
	Dome fixe réseau haute sensibilité. Lightfinder Résol. 1280 x 960.  Focale et focus réglables/à distance. Prog. scan RGB CMOS 1/3". Détect. de mvt.  Ethernet 10/100BT./30 images hte résol /s. Dual Codec H264 et Mjpeg - jour/nuit av. filtre IR. WDR contraste dynamique/Slot SD/SDHC pr carte mémoire - Alim PoE. . Bulles claire et fumée/Objectif P iris de 2,5 -  6 mm  F1.2 - Angles 49 à 105 ° - 0,1 lux coul. 0,02 lux n&b /Adaptateur et bras de fixation 
	548 150
	1 644 450

	1
	 Dome fixe anti-vandale extérieur av. I.R./ réseau haute sensibilité. Lightfinder Résol. 1280 x 960.  Focale et focus réglables/à distance. Prog. scan RGB CMOS 1/3". Détect. de mvt.  Ethernet 10/100BT./30 images hte résol /s. Dual Codec H264 et Mjpeg - jour/nuit av. filtre IR. WDR contraste dynamique/Slot SD/SDHC pr carte mémoire - Alim PoE. . Bulles claire et fumée/Objectif P iris de 2,5 -  6 mm  F1.2 - Angles 49 à 105 ° - 0,1 lux coul. 0,02 lux n&b /Adaptateur et bras de fixation mégapixel 
	634 090
	634 090

	90
	Câble FTP 4P cat 6
	608
	54 720

	1
	connectique informatique
	141 750
	141 750

	1
	PRESTATIONS
	1 680 000
	1 680 000

	 
	Pose configuration, mise en route, formation administrateur garantie 
	 
	 

	 
	 
	 
	 

	 
	 
	Total HTVA
	8 381 347


· Tableau électrique pour éclairage

	TABLEAU ELECTRIQUE 
	

	DESIGNATION
	QTE
	P.UNIT
	MONTANT

	Coffret Electrique
	 
	 
	 

	Coffret  4R  de 18 modules
	1
	  178 500   
	  178 500   

	Interrupteur INS 100A
	1
	    91 800   
	    91 800   

	Disjoncteur différentiel  Dclic Vigi 1Ph N 10A 300mA
	4
	    40 800   
	  163 200   

	Disjoncteur différentiel Dclic Vigi 1Ph N 16A 30mA
	5
	    40 800   
	  204 000   

	Disjoncteur différentiel Dclic Vigi 1Ph N 20A 30mA
	7
	    40 800   
	  285 600   

	Répartiteur Tétra 100A
	1
	    15 300   
	    15 300   

	Peigne 3P
	3
	    14 280   
	    42 840   

	Accessoires  du  câblage  du   coffret  électrique
	1
	  102 000   
	  102 000   

	Mise à la Terre
	 
	 
	 

	Piquet de terre
	1
	    15 300   
	    15 300   

	Barrette de terre
	1
	    15 300   
	    15 300   

	(Fouille et Accessoires  de pose
	1
	  102 000   
	  102 000   

	Câblage  des  différents  circuits
	 
	 
	 

	Câble éléctrique  souple  3x1,5mm² (rouleau de 100m)
	1
	    66 300   
	    66 300   

	Câble éléctrique   souple  3x2,5mm² (ml)
	1
	    86 700   
	    86 700   

	Câble éléctrique   souple  3x4mm² (ml)
	1
	    14 280   
	    14 280   

	Prise ondulée 2P+T et accessoires 
	12
	    14 280   
	  171 360   

	Accessoires  du  câblage  des différents  circuits
	1
	  102 000   
	  102 000   

	TOTAL HTVA 
	   1 656 480   


· Energie (Onduleur 60 KVA modulaire  et l’ensemble des équipements nécessaires pour le DATACENTER)

	Quantité
	Désignation
	Prix Unitaire
	Montant

	 
	Energie (Onduleur 60KVA modulaire et accessoires)
	 
	 

	 
	SOLUTION DE CONSOLIDATION DU DATA CENTER  
	 
	 

	3
	NetShelter SX 42U 600mm Wide x 1070mm Deep Enclosure
	744 640
	2 233 920

	2
	NetShelter SX 42U 750mm Wide x 1070mm Deep Enclosure
	7 827 449
	15 654 898

	4
	1U 19" Black Modular Toolless Airflow Management Blanking Panel - Qty 10
	30 808
	123 232

	14
	Rack PDU 2G, Metered, ZeroU, 32A, 230V, (36) C13 & (6) C19
	384 645
	5 385 030

	6
	Cable Ladder 6" (15cm) Wide w/Ladder Attachment Kit (AR8166ABLK)
	133 517
	801 102

	6
	Cable Ladder Attachment Kit, Data Cable Partitions
	46 214
	277 284

	6
	Cable Trough, Open Bottom, 600mm
	61 620
	369 720

	14
	Cable Trough, 600mm
	61 620
	862 680

	2
	Cable Trough, 750mm
	66 756
	133 512

	6
	Third Party Rack Trough and Partition Adapter
	159 194
	955 164

	13
	Data Cable Partition, NetShelter, 600mm Wide
	30 808
	400 504

	15
	Data Cable Partition, NetShelter, 600mm Wide, pass-through
	30 808
	462 120

	2
	Data Cable Partition, NetShelter, 750mm Wide
	51 349
	102 698

	2
	Data Cable Partition, NetShelter, 750mm Wide, pass-through
	51 349
	102 698

	6
	InRow Bridge Partition, Data Cable 600 MM
	128 381
	770 286

	3
	InRow RP Chilled Water 380-415V 50 Hz
	10 733 088
	32 199 264

	3
	InRow RC, 600mm, Chilled Water, 380-415V, 50Hz
	9 911 416
	29 734 248

	6
	Leak Sensor Extension Cable - 20 ft (6.1 m)
	123 246
	739 476

	6
	6ft (1.828m) Stainless Flex Pipe Kit 1.25" MPT to 1.5" NPSM, OFS, Female
	446 270
	2 677 620

	1
	Ceiling Panel Mounting Rail - 1800mm (70.9in)
	482 219
	482 219

	1
	Ceiling Panel Mounting Rail - 600mm (23.6in)
	230 582
	230 582

	1
	Ceiling Panel Mounting Rail - 300mm (11.8in)
	148 923
	148 923

	3
	Ceiling Panel Mounting Rail - 100mm (3.9in)
	87 297
	261 891

	5
	Ceiling Panel - 900mm (36in)
	51 349
	256 745

	1
	Aisle Containment Lighting kit (w/ power supply)
	603 415
	603 415

	2
	Aisle Containment Door - Sliding
	1 437 926
	2 875 852

	2
	Door Post, 900 - 1200mm (36 - 48in) Aisle Width
	164 329
	328 658

	2
	Door Header - 42U SX
	513 031
	1 026 062

	2
	Door Lock
	41 078
	82 156

	14
	Temperature Sensor
	46 214
	646 996

	5
	Temperature & Humidity Sensor
	71 891
	359 455

	2
	24 Port 10/100 Ethernet Switch
	159 194
	318 388

	2
	Horizontal Cable Organizer 1U w/brush strip
	20 537
	41 074

	1
	CATEGORY 5 UTP 568B PATCH CABLE, GREY, RJ45M/RJ45M
	2 953
	2 953

	21
	CATEGORY 5 UTP 568B PATCH CABLE, GREY, RJ45M/RJ45M
	2 953
	62 013

	4
	CATEGORY 5 UTP 568B PATCH CABLE, GREY, RJ45M/RJ45M
	2 953
	11 812

	9
	CATEGORY 5 UTP 568B PATCH CABLE, GREY, RJ45M/RJ45M
	3 595
	32 355

	3
	CATEGORY 5 UTP 568B PATCH CABLE, GREY, RJ45M/RJ45M
	3 595
	10 785

	1
	CATEGORY 5 UTP 568B PATCH CABLE, GREY, RJ45M/RJ45M
	4 365
	4 365

	4
	FERRITE FOR 10BT CABLE QTY 10
	15 401
	61 604

	2
	CAT 5 INLINE COUPLER, RJ45 FEMALE TO FEMALE, STRAIGHT THROUGH, WHITE
	5 135
	10 270

	2
	StruxureWare Data Center Expert; 25 Node License Only
	795 995
	1 591 990

	2
	Data Center Operation: Capacity 10 Rack License
	2 516 370
	5 032 740

	2
	StruxureWare Data Center Operation 10 Rack License
	1 258 185
	2 516 370

	1
	Fourniture et pose de coffret de protection et cables d'alimentation électriques des unités de cooling et des onduleurs:
	20 000 000
	20 000 000

	1
	ONDULEUR 60 KVA MODULAIRE
	28 071 946
	28 071 946

	 
	 
	Montant HTVA
	159 057 075


·  Système de refroidissement

	Quantité
	Désignation
	Prix Unitaire
	Montant

	 
	Refroidissement
	 
	 

	2
	Aquaflair - Technical cooling
	14 909 909
	29 819 818

	1
	Fourniture et pose de réseaux frigorifiques
	20 246 680
	20 246 680

	2
	Fourniture de réservoir de stockage d'eau glacée pour une autonomie d'une heure
	12 985 410
	25 970 820

	 
	 
	 
	 

	 
	 
	Montant HTVA
	76 037 318


· INFORMATIQUE

	INFORMATIQUE

	Désignation
	Montant

	1xServeur de Base de données
	265 304 620 

	-          Software Installation and support
	 

	1xBaie de stockage, 1x Armoire et accessoires
	 

	-      Snap Management Utility
	 

	-          Configuration for Systems Service
	 

	-        1xServeur de sauvegarde et serveur de sécurité
	 

	-          Storage Server Software
	 

	-         2x Switch de management
	 

	-        1x  Robot de sauvegarde et des bandes LTO6
	 

	-          Advanced support for servers 
	 
	

	-          Premier support system
	 
	

	1x Serveur Applicatifs
	159 232 648
	

	-          Cloud appliance server
	 
	

	Solution de virtualisation
	 

	-          Premier support systems
	 

	Database Entreprise Edition 12c et Solution de migration
	505 596 828



	-          Diagnostic Pack
	 

	-          Tuning Pack
	 

	-          Database Lifestyle Management pack
	 

	-          Real Application Cluster
	 

	-          Active Dataguard
	 

	Formation et transfert de compétence
	70 548 395 

	Prix Total HTVA
	1 000 682 491


· ACTIFS Réseaux

	
	
	
	

	Quantité
	Description
	Prix Unitaire
	Montant

	1
	Actifs Réseaux (Hardware, Software et Prestation)
	641 263 596
	641 263 596

	2
	Commutateurs centraux (d’agrégation)
	 
	 

	2
	Pare feu 
	 
	 

	1
	Systèmes d’intrusion / détection (IPS)
	 
	 

	4
	Commutateurs d’accès
	 
	 

	1
	Solution de monitoring 
	 
	 

	 
	 
	TOTAL HTVA
	641 263 596


· Groupe Electrogène 

	Quantité
	Description
	Prix Unitaire
	Montant

	1
	Groupe Electrogène 66 KVA
	17 656 932
	17 656 932

	 
	Puissance Secours (Standby rating) 66 KVA
	 
	 

	 
	Puissance continue  62 KVA
	 
	 

	 
	Tension 220/380 V TRI+N
	 
	 

	 
	Fréquence 50Hz
	 
	 

	 
	RPM : 1500 RPM
	 
	 

	 
	Armoire de commande Incorporée
	 
	 

	 
	Ampèremètre pour chaque phase
	 
	 

	 
	Compteur Horaire groupe
	 
	 

	 
	Voyant de signalisation de tous les défauts
	 
	 

	 
	Historique des défauts en mémoire
	 
	 

	 
	Capotage et insonorisation 63 DB à 7 mètres et 80 DB à 1m
	 
	 

	 
	Inverseur normal/secours (capacité 120 A)
	 
	

	 
	Prestation
	 
	 

	1
	Dalle, Abri grillagé, Câble de puissance, Câble de commande, Confection tuyau échappement, Accessoire et Installation, Main d'œuvre
	1 750 000
	1 750 000



	 
	 
	TOTAL HTVA
	19 406 932


V. Conclusion

Dans l’élaboration de ce rapport, nous supposons qu’il n’y a pas d’existant de centre de calcul au compte du Ministère de la justice et des Droits de l’homme.
Nous avons eu recours à la solution d’un environnement virtuel permet notamment d’utiliser des serveurs de manière plus intensive et à moindre coût et de bénéficier d’une disponibilité élevée grâce aux fonctions intégrées.

Des avantages supplémentaires incluent une gestion des performances ainsi qu’une simplification de la gestion.  

Un environnement fortement virtualisé dépend de l’efficacité et de la fiabilité du réseau. Les défaillances des serveurs physiques, des connexions, des commutateurs ou des routeurs peuvent s’avérer coûteuses et parfois même dangereuses et si l’on procède à la virtualisation sans mettre en œuvre les meilleures pratiques en matière de sécurité, elle risque au bout du compte d’accroître les coûts de l’entreprise et de nuire à sa souplesse. 

Le travail sur ce projet ouvre encore plus de perspectives. Dans un premier temps il faudra penser à formaliser les processus d’exploitation de la nouvelle plateforme.  A moyen terme, il serait judicieux de mettre en place un site de secours dans une des régions du Mali à une distance de plus de 300 Km.

Annexe 9
Rapport de mission-voyage d’étude sur Nantes relatif à l’informatisation et l’automatisation du casier judiciaire au Mali
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Du 25 avril au 04 mai 2016, une mission de haut niveau du Ministère de la Justice et des Droits de l’Homme s’est rendue à Nantes en France dans le cadre du projet d’automatisation et d’informatisation du casier judiciaire. Ce projet, vieux de plusieurs années repose sur le constat que le casier judiciaire, tel que conçu depuis la veille de l’indépendance est encore mis en œuvre de la même façon bien qu’il ait manifestement atteint ses limites. Il s’agissait donc d’explorer de nouvelles options destinées à sortir de la sclérose la conception même du casier judiciaire, son application et les méthodes de restitution des informations à partager. D’où le projet de « création et informatisation du registre national du casier judiciaire », projet financé en partie sur le budget d’Etat et en partie par la Coopération canadienne (Fonds PO PRODEJ Intérimaire 2015/Canada). Ledit projet prévoit deux missions exploratoires à Nantes et à Alger ainsi que la réalisation d’une étude sur la mise en place d’un casier judiciaire national informatisé et automatisé, étude devant faire l’objet de validation.

Les contacts noués par le Directeur National des Affaires Judiciaires et du Sceau (Mali) pendant une précédente mission au sein de la Direction Nationale des affaires Criminelles et des Grâces (France) ont permis la facilitation et l’organisation de la mission de Nantes dont la planification a été assurée par MADAME Elise TREGUER, Magistrat, désignée à cette fin par le Ministère français de la Justice.

La délégation pour la mission exploratoire à Nantes était composée de : 

1. M. Christian Idrissa DIASSANA, Magistrat, Directeur National des Affaires judiciaires et du Sceau, (DNAJS) ;

2. M. Baba Mamadou TRAORE, Greffier en Chef de la Cour d’Appel de Bamako, 

3. M. Salifou DIARRA, Greffier en Chef du tribunal de grande instance de la CIII du District de Bamako ;

4. Mme COULIBALY Maïmouna MAGLO, Ingénieur Informaticienne à la Cellule de Planification et de Statistique (CPS) / Secteur Justice.

Arrivée à Nantes le 26 avril, la délégation ainsi constituée a commencé dès le lendemain son travail qui s’est déroulé en deux étapes :

· Visite au parquet du tribunal de grande instance de Nantes, notamment au service d’exécution des peines ;

· Visite au service national du casier judiciaire.

Au parquet de Nantes, nous avons été reçus par Mr Laurent Griffon vice-procureur, chef de service entouré de ses collaborateurs. Le président du tribunal de grande instance a tenu à venir, nous souhaiter la bienvenue.  La journée a été consacrée à plusieurs séances de travail ponctuées par des visites aux différents services. Le service d’exécution des peines dirigé par M. Griffon est en effet un service essentiel et un passage obligé, puisque c’est de là que partent les fiches de condamnation qui vont plus tard nourrir le casier judiciaire. Ce service est informatisé. Pendant la mi – journée, nos hôtes nous ont offert un déjeuner chaleureux et empreint d’une grande convivialité. 

Nous avons retrouvé la même convivialité au service du casier judiciaire où nous ont accueillis M. Xavier PAVAGEAU, Magistrat, sous-directeur à la Direction des Affaires criminelles et des Grâces, et Chef du Service ainsi que Mme isabelle GUILBAUD, chargée de communication. Là aussi plusieurs séances de travail nous ont réunis, avec les différents chefs de services qui sont venus, à tour de rôle, nous entretenir des différents aspects du casier judiciaire dont ils ont la charge. Entre deux réunions, nous avons eu droit à une visite guidée offerte par Mme GUILBAUD qui nous a expliqué de long en large les différentes étapes nécessaires à la mémorisation, à la gestion et à la restitution des informations relatives au casier judiciaire, illustrations à l’appui. Pendant toute la durée de nos travaux, un déjeuner nous a été offert par M. PAVAGEAU et ses collaborateurs, lesquels, à la fin de la mission, nous ont gratifiés de cadeaux et d’une documentation extrêmement riche et que nous exploitons du reste dans le présent rapport.

I. Présentation du casier judiciaire de Nantes
I.1. Historique
Il a de tout temps été question de mémoriser les condamnations dont pouvaient écoper un individu afin d’enregistrer son éventuel passé criminel. Jusqu’au XIXe siècle, le condamné était marqué au fer rouge. Les flétrissures sur son corps devenaient ainsi la marque indélébile de son infamie.   Cette pratique, peu respectueuse de la personne humaine était peu à peu abandonnée. Il a fallu pour cela une longue évolution qui devait déboucher sur la création d’un casier judiciaire pour chaque individu. 

Tout a commencé avec le code d’instruction criminelle de 1808 qui crée les sommiers judiciaires et les fiches d'antécédents judiciaires centralisés aux ministères de la Justice et de l'intérieur.


En 1848 le magistrat français dénommé Arnould BONNEVILLE DE MARSANGY, dans le souci de simplifier et mieux organiser le casier, instaure l’idée d’inscrire la condamnation pénale sur des fiches qui seront tenues au greffe du tribunal du lieu de naissance de chaque individu. Le 06 novembre 1850, une circulaire du garde des sceaux vient légalement réglementer ce dispositif, en permettant de recenser les antécédents judiciaires des personnes nées dans le ressort de chaque tribunal. La loi du 5 août 1899 et son décret d’application du 17 décembre 1899 établissent les règles officielles de ce casier judiciaire traité par les tribunaux et qui porte désormais la marque des condamnations concernant une personne.


Ce dispositif, intégré dans le code d’instruction criminelle de 1945, montrera ses limites dans les années 60. La nécessité d’un casier centralisé et automatisé amènera les évolutions ultérieures. 

Les premières études informatiques ont commencé en 1973 et les essais des programmes d'identification et de gestion de condamnation ont été effectués au casier central à Nantes, dont le fichier a été entièrement informatisé et automatisé en 1981.

C’est par une loi du 4 Janvier 1980 relative à l'automatisation du casier judiciaire qu'il a été décidé que ces fichiers seraient tenus par un service national placé sous l'autorité du Ministre de la Justice.

Le casier judiciaire National est entré en fonctionnement le 4 Janvier 1982, date à laquelle s'est opéré le transfert physique des fiches de condamnations des personnes à partir des 175 tribunaux de métropole, saisies manuellement au niveau du casier pour constituer la base de données informatiques du casier judiciaire national, qui s'est achevé à la fin de 1983.

L’évolution rapide des matériels et langages informatiques a nécessité, à la fin des années 1990 un changement d'ordinateur et une réécriture des programmes. La nouvelle version informatique est entrée en service en avril 1995.

Au premier trimestre 1996, les casiers judiciaires des personnes nées dans les départements d'outre-mer ont également rejoint le casier judiciaire national dont la compétence est maintenant générale à la seule exception des territoires et collectivités territoriales d'outre-mer.

I.2. Cadre juridique et institutionnel

I.2.1. Casier Judiciaire National

Aujourd’hui, le casier judiciaire national emploie 450 personnes. Sa mission repose essentiellement sur la centralisation et la gestion des condamnations pénales prononcées à l'encontre des personnes physiques ou morales, l’enregistrement des décisions commerciales, civiles et administratives qui privent les personnes physiques de l'exercice de certains droits et enfin la restitution de l'information sous forme de relevé et extraits (relevé intégral et bulletins n° 1, n° 2 et n° 3) encore appelé CASIER JUDICIAIRE.

Il est compétent pour les personnes nées dans les territoires et collectivités d'Outre-Mer à l'exception de Saint-Pierre-et-Miquelon, Saint-Martin et Saint-Barthélemy.

Le service est composé de quatre bureaux qui sont : 

· Le bureau des affaires juridiques ;

· Le bureau des traitements opérationnels ;

· Le bureau des applications informatiques ;

· Le bureau des affaires administratives et de la valorisation des ressources.

Il existe aussi une cellule dénommée FIJAIS qui gère le fichier judiciaire national automatisé consacré aux auteurs d'infractions sexuelles ou violentes.

Le service du casier judiciaire comprend également les unités directement rattachées au chef de service :

· La cellule chargée de la communication ;

· Le secrétariat ;

· La mission hygiène, sécurité et environnement ;

· Le poste de sécurité.

I.2.2. Les missions

Des missions spécifiques sont attribuées à chaque bureau :

Le Bureau des affaires juridiques : outre ses missions législatives et réglementaires, suit les difficultés d'enregistrement et de gestion, et répond dans son domaine de compétence aux demandes des juridictions, des administrations et des particuliers. Il assure la charge du fonds documentaire et des archives du casier judiciaire national, le traitement des condamnations étrangères. Il enregistre les avis et décisions post sentenciels.

Le Bureau des traitements opérationnels procède à l'enregistrement des décisions et à la délivrance des extraits de casier judiciaire au double plan national et international. Il est aussi chargé du suivi des difficultés d'enregistrement en matière d'identification, tout en s'assurant du bon fonctionnement des ateliers de saisie informatique, du courrier et de l'accueil du public. Il vérifie les habilitations aux serveurs de demandes de bulletins par téléinformatique, et répond dans son domaine de compétence aux demandes des juridictions, des administrations et des particuliers.

Le Bureau des applications informatiques, placé en constante liaison avec le secrétariat général du Ministère de la Justice, est l'instance d'étude, d'évaluation des besoins en informatisation et propose toutes modifications utiles aux différentes applications. Il est garant de la qualité des traitements informatiques et assure le suivi des anomalies, entretient les données de référence communes. Il assure la formation des personnels du casier judiciaire national visant à la mise en œuvre des matériels et des logiciels, y compris en ce qui concerne la sécurité informatique, assure le développement, la maintenance et le fonctionnement des applications informatiques spécifiques au casier judiciaire national. Il apporte aux autres bureaux son concours en matière de statistiques, de bureautique et de micro-informatique.

Le bureau des affaires administratives et de la valorisation des ressources en liaison avec le Secrétariat général du ministère de la justice et la Direction des services judiciaires, établit en lien avec le comité technique paritaire compétent le plan de formation des personnels et assure sa mise en œuvre. Il est chargé du règlement intérieur et de l'information administrative, suit les questions relatives aux conditions de travail et à la médecine de prévention. Il prend en charge l'organisation et le secrétariat du comité technique paritaire spécial, veille à l'exécution de la politique de gestion des personnels et au paiement des rémunérations des agents sur les crédits déconcentrés alloués. Il détermine et met en œuvre la politique d'achat et d'entretien, prend en charge la gestion budgétaire et comptable du casier judiciaire national et des services du Secrétariat général du ministère de la justice implantés sur le site nantais.

L’organigramme du Casier Judiciaire National se présente ainsi qu’il suit :
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I.3. Cadre opérationnel 

Pour mieux aborder le processus, nous partirons de la source, c’est-à-dire depuis le service d’exécution des peines qui existe au sein de chaque parquet établi près un tribunal de grande instance, jusqu’à la délivrance de l’extrait.

I.3.1. Le service d’exécution des peines au niveau du TGI

Ce service s'occupe de la préparation de la procédure d'exécution de toutes les décisions pénales. Ses missions se résument en : 

L'accueil et l’information des justiciables ;

Le traitement des requêtes ;

L'exécution des peines prononcées par les juridictions ;

La gestion et le suivi des recours ;

La tenue des tableaux de bord et l'établissement des statistiques.  

Le service d'exécution des peines s'occupe de l'établissement des pièces d'exécution qui sont : 

Le Bulletin N°1 qui comporte l'ensemble des condamnations concernant un individu, et réservé aux autorités judiciaires ;

Le Bulletin N°2   qui reprend la quasi-totalité des informations contenues sur le B1. Il est destiné aux administrations.

Et le Bulletin N°3 est un bulletin expurgé des deux premiers. Pour être inscrite sur le B3, la condamnation doit être supérieure à deux ans d'emprisonnement ferme. Il est destiné aux seuls intéressés sur leur demande.

Contrairement à l'idée que nous nous faisions de l'automatisation du casier, les échanges avec M. Griffon et son équipe, nous ont permis de constater qu'après condamnation les fiches pénales des TGI sont transmises par voie postale au service du casier judiciaire à Nantes qui en fait un traitement qui se trouve détaillé, ci-après. 

I.3.2. Le casier judiciaire national informatisé

Le casier judiciaire national, mémoire de la justice, fichier informatisé (ou base de données) comprend essentiellement les condamnations pénales prononcées par les autorités judiciaires. C’est une saisie consolidée de l’ensemble des fiches de condamnation provenant de tous les tribunaux de grande instance de la France.

Le traitement informatique des données est assuré par le biais de trois opérations différentes, mais toutes aussi importantes les unes que les autres : la mémorisation, la gestion et la restitution :

· Mémoriser, c’est-à-dire enregistrer les décisions pénales, commerciales, administratives, civiles ou disciplinaires de tous les citoyens français y compris les décisions étrangères. 

Ce processus d’enregistrement des données est bien organisé au niveau du casier de manière à ce que les informations soient d’un haut niveau d’exactitude : 

Il se fait à 3 niveaux :

· Le compostage : il consiste à effectuer un classement et une codification, de toutes les fiches de condamnation reçues du service d’exécution des peines. Celles-ci sont regroupées par lots de 100.

· La double saisie : les techniques de saisie et d'identification connaissent une grande minutie. L'étape préalable à toute saisie de document, qu'il s'agisse d'une fiche à enregistrer, de la mise à jour d'une fiche préexistante ou d'une demande de bulletin, est l'identification de la personne concernée : il est en effet nécessaire de ne pas enregistrer des données sous une identité erronée ou fausse, et de déterminer si la personne est déjà connue ou non du casier, ce qui permettra d'enrichir son dossier ou d'en créer un nouveau, de délivrer un bulletin néant ou positif.

Une première saisie est faite ; elle est sommaire et enregistre un minimum d’information. La seconde saisie, plus complète, enregistre toute les informations disponibles. Les deux saisies sont effectuées par deux agents différents ce qui permet déjà d’avoir un niveau élevé de fiabilité des données enregistrées.

· Le contrôle : ce contrôle concerne l’identité juridique pour les personnes nées en France, et prend appui sur la base de données du Registre National d’Identification des Personnes Physiques (RNIPP) qui est une base de données informatiques de toutes les personnes nées en France. Pour assurer la fiabilité de l’enregistrement, une comparaison d’identité se fait à ce niveau. L’identité des personnes nées en France saisie dans le CJN est automatiquement comparée à celle saisie dans le RNIPP qui est la base de données référentielle, à jour et fiable à 100%. Si un seul élément obligatoire manque, le document fera l'objet d'un rejet automatique.

Il est important de souligner que le processus d’enregistrement intègre un délai de transmission et un délai d’enregistrement des décisions pénales. Les services d’exécutions des peines des TGI ont quatre mois pour envoyer les fiches de condamnations au niveau du casier, et celui-ci a un délai de quinze jours à partir de la date de compostage pour saisir les données dans la base. 

· Gérer: Le casier ne se contente pas d'enregistrer les informations qu'il reçoit, il lui faut aussi gérer, c'est à dire calculer pour chacune en tenant compte de l'ensemble du dossier et des multiples règles juridiques applicables.

L'automatisation des fichiers et leur regroupement n'ont rien changé aux finalités du casier judiciaire, ni aux règles juridiques de gestion des fiches et des rédactions de bulletins essentiellement édicté par le code pénal et le code de procédure pénale. Seuls les moyens pour parvenir à ces fins et permettre l'application de ces règles bénéficient des techniques de l'informatique. La gestion concerne en partie la mise à jour des données enregistrées dans la base de données. Elle consiste à prévoir la date d’effacement des condamnations inscrites sur les bulletins B1, B2 et B3, à faire la mise à jour du fichier des électeurs (bulletin électoral), des réhabilitations, des non-avenues etc. et  aussi à assurer le traitement des demandes de bulletin. 

Les fiches qui sont rejetées automatiquement du fait de discordances avec la base de données de RNIPP, ou pour tout autre raison, sont « déroutées » vers le bureau des affaires juridiques pour y subir le traitement approprié. Elles sont parfois retournées au service d’exécution des peines pour une prise en charge qui inclura la correction d’éventuelles erreurs.

· Restituer : Il s’agit là de satisfaire aux demandes d’extrait de casier (b1, b2, ou b3) 

Grâce au logiciel CASSIOPEE, les autorités judiciaires peuvent, par consultation directe, visualiser le bulletin N°1 de tous les condamnés et consulter les fiches pénales de tous les établissements pénitentiaires. Enfin CASSIOPEE permet d'éditer simultanément un jugement et les pièces d'exécution. La restitution des bulletins ce fait soit par traitement automatique pour les personnes nées en France, soit par intervention d’un opérateur pour les personnes nées hors France. Les liaisons entre le casier et ses interlocuteurs s'effectuent encore pour l'essentiel par voie postale ordinaire sous forme de plis. Cependant la télécopie et, depuis 1996 les transmissions télématique et téléinformatique joue un rôle croissant. En outre, les bulletins n3 urgents peuvent être demandés et aussitôt délivrés au particulier.

Quotidiennement, plus de 25.000 documents sont ainsi triés et exploités (demande de bulletins et fiches de condamnation), et près de 20.000 bulletins sont expédiés aux différents interlocuteurs.

II. Les enseignements à tirer de la visite

II.1. Eléments de comparaison :

II.1.1. Le casier judiciaire national de Nantes : informatisation, dématérialisation, rapidité et fiabilité

Pour atteindre les résultats que nous avons pu constater sur place, il a fallu que les autorités françaises déploient d’importants moyens et y consacrent beaucoup de temps. Ces moyens ont concerné autant l’équipement que les ressources humaines et financières, sans oublier l’infrastructure informatique. Naturellement, le résultat obtenu est illustré par les qualités du système (informatisation, dématérialisation, rapidité, fiabilité et sécurité) auxquels il faut ajouter la création d’un autre fichier (FIJAIS) ainsi que le casier judiciaire des personnes morales.

· Informatisation et dématérialisation

Les traditionnels fichiers manuels sont remplacés par des fichiers magnétiques, composés essentiellement d'un fichier de condamnation et d'un fichier des identités auquel s'ajoute pour tenir lieu de registre d'état civil des personnes nées en France, une version du répertoire national d'identification fourni par l'INSEE. La fiche de condamnation est traitée par l'ordinateur et la rédaction manuelle des bulletins est remplacée par leur édition automatique, en temps réel pour les demandes urgentes et en temps différé de quelques heures pour les autres demandes.

Le but de l'automatisation du casier judiciaire est de moderniser l'appareil judiciaire pour lui permettre de faire face à l'accroissement des taches tout en améliorant la qualité du service. Le casier judiciaire national permet : une plus grande rapidité dans la délivrance des bulletins grâce à une recherche et une rédaction plus efficaces, une amélioration de la qualité du contenu des bulletins par une plus grande sécurité dans le classement des dossiers et une application plus exacte uniforme des règles juridiques de gestion, des possibilités nouvelles : l'exploitation statistique, la gestion automatique des incapacités électorales, l'échange international d'avis de condamnation,  ainsi qu’une grande disponibilité pour mesurer l'application des lois pénales ou éclairer des choix en matière de politique criminelle.

Le casier judiciaire automatisé et centralisé donne ainsi les moyens d'une meilleure connaissance du phénomène judiciaire, dans les domaines du droit, de la criminologie et de la sociologie.

· Rapidité, fiabilité :

 Depuis 1982, début de ce nouveau système, une évolution constante s’est imposée afin d’améliorer progressivement la qualité et la fiabilité des services offerts. La base de ce développement réside dans la fiabilité de l’informatisation de l’état civil (base de données RNIPP) dont la gestion est confiée à l’INSEE (Institut national de la statistique et des études économiques), le logiciel de gestion de la chaine pénale et de la chaine civile appelé CASSIOPEE et enfin le  casier judiciaire national qui est en passe d’évoluer aux environs de 2020, vers une autre version appelée ASTREA, laquelle permettra l’intégration directe des fiches de condamnation provenant de la base de donnée CASSIOPEE vers la base de donnée ASTREA. Cette évolution ou réforme de la base de données du CJN permet du coup d’éliminer toute saisie au niveau du CJN. 

·  Sécurité :

En raison du caractère sensible de l'information judiciaire, un certain nombre des règles sont fixées. C'est ainsi que le droit d'accès aux informations, l'utilisation des diverses transactions pour les inscriptions, les mises à jour et les rectifications ont été strictement réglementées. Les accès aux bâtiments sont contrôlés par des moyens modernes de sécurité. 

La sécurité de l'application comme la protection phtisique des locaux et du matériel font l'objet d'un soin particulier.

En outre, un certain nombre de dispositions techniques ont été prises pour protéger les informations d'une consultation par des personnes non habilités : chaque agent du casier judiciaire national dispose d'un mot de passe individuel et confidentiel ainsi que d'un "niveau d'autorisation" défini par le Magistrat Chef du Service et contrôlé par le système.

Enfin des mesures strictes sont observées pour la protection contre l'intrusion et les risques d'incendie, d'inondation ou de détérioration.

Le résultat est étonnamment éloquent : chaque citoyen peut disposer de son b3 où qu’il se trouve par simple demande en ligne (par internet). Il suffit qu’il se connecte sur la base de données du service national du casier judiciaire pour l’obtenir. A fortiori les juridictions et les administrations compétentes avec des droits d’accès peuvent consulter à tout moment et en temps réel les b1 et b2 des personnes impliquées dans un dossier dont ils ont la charge. 

Le FIJAIS :

L’un des aspects les plus importants de l’informatisation du casier a été la possibilité subséquente de créer le FICHIER JUDICIAIRE NATIONAL AUTOMATISÉ DES AUTEURS D’INFRACTIONS SEXUELLES OU VIOLENTES (FIJAIS). Créé par une loi de 2004 et mis en application le 30 novembre 2005, ce fichier concerne des infractions spécifiques, et s’explique par un contexte de prolifération des comportements du genre. Dédié à la répression de ces infractions et à la protection des victimes dont la plupart sont des mineurs, il permet à la fois de prévenir le renouvellement de la commission de l’infraction et d’identifier les auteurs. Le FIJAIS enregistre les condamnations pénales pour les infractions ciblées et cet enregistrement est obligatoire ou facultative selon que la peine prononcée est supérieure ou inférieure à 5 ans d’emprisonnement.

Les personnes inscrites ont l’obligation d’informer les forces de police de tout changement d’adresse. Le FIJAIS est régulièrement consulté par les autorités judiciaires et policières dans les cas d’atteinte volontaire à la vie, d’enlèvement ou de séquestration. 

Depuis 2010, les services de police peuvent le consulter même en l’absence de garde à vue, sur simple autorisation d’un magistrat. Certains magistrats n’hésitent pas à délivrer  des autorisations permanentes de consultation.

· Le casier judiciaire des personnes morales :

Le casier judiciaire concerne aussi les personnes morales. Contrairement à la loi malienne, la loi française prévoit la responsabilité pénale des personnes morales. Par conséquent, le casier judiciaire inscrit les peines prononcées contre elles. Il existe pour ce faire un registre des personnes morales qui répertorie les condamnations prononcées à l’encontre des personnes morales.

 Ici, sont concernées aussi bien les décisions pénales que les décisions commerciales, et même administratives, civiles ou disciplinaires. En plus des condamnations pénales pour crimes, délits ou contraventions de 5ème classe, le casier judiciaire enregistre les déclarations d’irresponsabilité pénale, les compositions pénales, les mesures de sureté ainsi que les décisions des juridictions étrangères. Quant aux décisions commerciales, il s’agit de décisions de liquidation judiciaire, de faillite personnelle ou d’interdiction de gérer ou d’administrer.

Enfin les autres décisions sont des arrêtés d’expulsion et abrogation de ces arrêtés, de déchéance de l’autorité parentale et des sanctions disciplinaires.

II.1.2. Le casier judiciaire au Mali : vétusté, non fiabilité non disponibilité.

La différence fondamentale entre le système de Nantes et celui du Mali est que ce dernier est d'une organisation classique, très proche du système français avant les réformes de 1958 et 1959.
· Rappels historiques :

 L'organisation du casier judiciaire en République du Mali fait l'objet du décret du 02 Septembre 1954 portant organisation du casier judiciaire en AOF et au Togo notamment l'arrêté général du 30 Septembre 1954 rendant applicable le décret sus visé.

Aux termes de l'article 2 dudit décret, il est institué auprès de chaque tribunal de première instance et justice de paix à compétence étendue un casier judicaire dirigé par le greffier en chef de cette juridiction sous le contrôle du procureur de la République ou du juge de paix à compétence étendue.

Aux termes de l'article 3 du même décret, il est institué un casier spécial auprès du greffe de la cour d'appel de Bamako pour les maliens nés à l'étranger ou ceux dont le lieu de naissance n'est pas connu. Il est dirigé par le greffier en chef de cette juridiction sous le contrôle du procureur général.

La singularité du casier judiciaire malien tient au fait que les textes le régissant sont épars, méconnus, voire inexistants : le code de procédure pénale et le code pénal en font rarement mention. Il en est de même pour sa principale règle de gestion qui est la réhabilitation. En somme, le casier judiciaire est tenu en vertu des habitudes et de la tradition héritée du système colonial. Depuis, il n'a guère évolué. 

· Vétusté des moyens et matériels :

Il n’y a pas beaucoup de points communs entre le casier judiciaire du Mali et celui qui est aujourd’hui réalisé à Nantes. On peut noter qu’ici et là, il existe le B1 le B2 et le B3. Mais même à ce niveau, les condamnations inscrites diffèrent d’un système à l’autre.

           Les matériels dont disposent les services gestionnaires des casiers judiciaires sont très limités. Les juridictions les mieux équipées ne disposent que de meuble-classeurs à dossiers suspendus. Mais ceux-ci sont en mauvais état, et il ne s’y trouve que quelques chemises cartonnées nominatives permettant de regrouper les bulletins N°1 d’une même personne. Au TGI de la commune III du District de Bamako, existent quelques grandes chemises posées sur les étagères d’une armoire.

Il n’existe pas dans les juridictions de double des registres d’état civil, alors même que le parquet est responsable du contrôle de l'état civil. De ce fait, la vérification des identités des personnes condamnées ou de celles pour lesquelles un extrait est demandé s’avère impossible.

Depuis plus de deux décennies, le casier judiciaire n'est pas tenu. Il parait même inexistant. Cet état de fait s'explique par plusieurs raisons dont les moindres ne sont pas la non rédaction des jugements, et le non établissement des pièces d'exécution.

L’établissement des pièces d’exécution consiste, à chaque fois qu'une condamnation est prononcée, à établir une fiche appelée fiche judicaire qui est adressée pour les individus nés en République du Mali à leur lieu de naissance pour être classée au casier d'origine et pour les maliens nés à l'étranger au casier spécial.

Comme en France, le casier judiciaire comporte trois relevés :

· Le bulletin numéro 1 qui porte toutes les condamnations et n'est délivré qu'aux autorités judicaires ; le classement est alphabétique ;

· Le bulletin numéro 2 qui est le relevé intégral du bulletin numéro 1, il est délivré aux autorités judiciaires, administratives et militaires lorsque ces dernières se proposent de pourvoir à des emplois ou à des décorations ;

· Le bulletin numéro 3 n'est délivré qu'à la personne concernée. Seules les peines privatives de liberté y sont inscrites, à l’exclusion des contraventions. L'établissement et la délivrance de ces bulletins est manuel et souffle de beaucoup d'insuffisances. 

· Non fiabilité des informations

Le casier judiciaire est actuellement très incomplet, pour plusieurs raisons.

D’une part, il ne contient en fait que des avis de condamnations pénales, à l’exclusion des condamnations en matière civile ou commerciale.

En second lieu, des destructions importantes de documents, notamment de bulletins N°1, ont eu lieu dans plusieurs juridictions lors des événements de 1991 et de ceux de 2012. Aucune reconstitution des fiches ainsi amputées n’a été entreprise depuis ces dates.

Enfin, et surtout, la quasi-totalité des greffes du Mali ne produisent plus les pièces d’exécution des décisions pénales, dont fait partie le bulletin N°1. Le TGI de la commune III du District de Bamako, par exemple, n'en ‎produit pas depuis une dizaine d'années. 

Plus grave, les décisions de justice, ne sont pas rédigées, ou le sont avec un grand retard.

Ceci résulte de l’absence de service particulièrement responsable de cette tâche, comme l’est le service de l’exécution des peines en France. Une telle cellule, composée d’un greffier et de deux gardes, aurait fonctionné, de manière informelle au TGI de la commune III du District de Bamako. Chargée de l’édition des pièces d’exécution, elle procédait également au recouvrement des amendes. Elle aurait été dissoute depuis quelques années pour des raisons que nous ignorons.

En outre, la fréquence des appels et des pourvois tend à paralyser l’exécution.

En effet, il semble que les Cours d’Appel, après avoir rendu leurs décisions, renvoient les dossiers aux juridictions inférieures pour qu’il soit procédé à l’exécution. Et celle-ci, venant en surcharge de travail, ne paraît pas être prioritaire pour les fonctionnaires des greffes. 

· Indisponibilité du casier judiciaire :
La conséquence de tous les impairs relevés plus haut se répercute tout naturellement sur le résultat recherché, c’est-à-dire la délivrance du précieux document.

Compte tenu notamment des distances importantes entre les villes et villages, les liaisons postales sont lentes, parfois inexistantes. Il est donc difficile à un particulier d’obtenir un bulletin N°3 s’il réside loin de sa ville natale, ou à une autre juridiction ou administration habilitée d’obtenir le bulletin N°2 d’un prévenu originaire de l’autre extrémité du pays.

Si les lignes téléphoniques fonctionnent généralement de façon satisfaisante, il ne nous parait pas évident que toutes les juridictions soient raccordées à un réseau téléphonique avec un matériel suffisamment performant.

Enfin, et surtout pour ce qui concerne les projets d’équipement en matériel électrique ou informatique, l’alimentation électrique des juridictions n’est pas encore totalement assurée, et des coupures ainsi que des variations sensibles de tension ou d’intensité se produisent encore trop fréquemment.

En définitive, force est de reconnaitre que le casier judiciaire malien est d’une accessibilité difficile, et lorsqu’il est disponible, l’exactitude des informations qu’il contient prête grandement à caution.
III. Perspectives pour le Mali
Les perspectives qui s’offrent au Mali pour l’informatisation du casier judiciaire ne sont guère heureuses, non seulement à cause de l’immensité de la tâche à accomplir mais aussi du caractère dérisoire des moyens qui sont à ce jour déployés. Autrement dit, il y a tellement à faire que seule une volonté politique réelle est nécessaire pour donner l’impulsion nécessaire à l’accomplissement des changements souhaités. Ces changements impliquent à la fois une orientation des mentalités vers les progrès de la science et un changement des comportements. Ils s’imprimeront aussi bien dans le traitement manuel des données aujourd’hui en cours que dans l’informatisation future des données.

III.1. Le traitement manuel des données.

Théoriquement, nous en sommes présentement au traitement manuel des données. Théoriquement, parce que nous venons de faire le constat qu’en réalité, le casier judiciaire n’est guère tenu que dans quelques greffes et avec les limites qui viennent d’être décrites. Il n’est pas exagéré de dire que le casier judiciaire au Mali n’existe vraiment pas, tout étant à faire ou à refaire dans ce domaine. Il s’agira d’entreprendre vigoureusement une série d’actions volontaristes dont les principales et les plus urgentes sont :

· Dans un premier temps :

a) Rédiger tous les jugements rendus dans un délai raisonnable;

b) Former le personnel d’appui (greffiers et secrétaires de greffes et parquets) et les magistrats du parquet à l’établissement des pièces d’exécution ;

c) Entreprendre un vaste mouvement à travers tout le territoire, de mise à jour des données du casier judiciaire.

d) Obtenir des Officiers d’état civil qu’ils renouent avec leur obligation de transmettre à la justice le volet N°2 des actes d’état civil qu’ils établissent et de ceux qu’ils transcrivent (article 97cpccs) ;

e) Obtenir du service national d’état civil établi au Ministère de l’Administration Territoriale qu’il coopère avec le service du casier judiciaire ; prévoir une passerelle entre les deux services.

Toutes ces actions pourraient être conduites de front car elles impliquent différentes autorités, chacune travaillant dans la même perspective que les autres. Cela nécessite naturellement un niveau de coordination qui se traduira, dès l’impulsion donnée, par :

· Un second niveau d’actions vigoureuses :
a) Créer une cellule de modernisation de la justice ;

b) Relire le code de procédure pénale en y incluant une base juridique conséquente pour le casier judiciaire à la place des textes désuets de 1954 ;

c) Relire le code pénal ;

d) Passer en revue les textes spéciaux comprenant des dispositions répressives et en faire l’état ;

e) Créer au niveau de chaque parquet un service d’exécution des peines, au titre des innovations à insérer dans le code de procédure pénale ;

f) Etendre à toutes les autres juridictions l’adoption du guichet unique tel qu’il est déjà organisé dans certaines ;

g) Systématiser le contrôle du parquet sur l’état civil et inviter les chefs de parquet à produire un rapport périodique.

III.2. Le traitement informatisé des données

Le processus d’informatisation des structures, des procédures et du casier judiciaires avait déjà commencé à travers le PRODEJ, avec la coopération canadienne où une première application a même été développée du nom de Registre des Dossiers Judiciaires et Statistiques Judiciaires (RDJ-SJ). Il s’agissait d’un système informatique des registres et procédures judiciaires pénales et civiles. Malheureusement cette application avec l’évolution rapide de l’informatique a montré ces limites. 

Pour lancer le projet d’informatisation du casier judiciaire national, plusieurs actions peuvent être entreprises parallèlement :    

· Elaboration d’un schéma directeur informatique ;

· Mise en place d’une Direction Informatique dans le cadre de la cellule de modernisation de la justice ; 

· Renforcement des structures de la justice en câblage réseau informatique et réseau électrique onduleux de qualité et bien sécurisé ;

· Exploitation du RDJ-SJ (Registre informatisé des dossiers judiciaires et statistiques judiciaires)

La solution suivante peut être envisagée :

La refonte de l’application RDJ-SJ actuelle vers une Version RDJ-SJ format web avancée et modulaire avec prise en compte d’autres modules telles que les procédures du service d’exécution des peines, module de numérisation et intégration des pièces et tous autres modules nécessaires. Une version RDJ complète et centralisée de toutes les chaines (depuis le TI ou TGI jusqu’à la Cour Suprême).  

Cette option consiste à reprendre la version actuelle du RDJ-SJ avec l’intégration d’autres fonctionnalités plus avancées (tel que le module pour la gestion du casier judiciaire à travers des services d’exécution des peines…) mais aussi sous le format WEB. Le format WEB permettra d’avoir un système centralisé 

· D’Accès VPN ou,

· Accès par HTTPS

Cependant, il faudrait également numériser les dossiers judiciaires et attacher les pièces au dossier numérique. Cela permettrait d’archiver tous les dossiers judiciaires sous format électronique. 

 La version actuelle du RDJ-SJ donne des accès très limités au Président du tribunal et au Procureur. Ils ne peuvent que consulter, imprimer certaines statistiques et effectuer des recherches. Seul le profil greffier peut créer des dossiers et modifier les données. L’option préconisée permettrait de faire circuler les dossiers numériques entre les différents acteurs à l’image du dossier physique et de donner à tout un chacun le plein pouvoir d’interagir avec le système dans la limite de ses responsabilités. Cette fonctionnalité permettra de mesurer le niveau de performance des acteurs en indiquant de manière automatique le temps utilisé pour traiter le dossier au niveau de chaque poste.

Par ailleurs, il serait possible de paramétrer des alertes par rapport à des délais de traitement préalablement définis. Par exemple, si la durée de rédaction du rapport chez le juge est de 15 jours, le système pourrait envoyer des alertes au cas où ce délai serait sur le point d’être atteint. Cette fonctionnalité permettra d’accélérer le traitement des dossiers et par conséquent contribuera non seulement à la transparence mais aussi à la célérité.

Cette refonte prendra alors en compte la mise en place d’une base de données centralisée du casier judiciaire d’une part et d’autre part un module complet de gestion des détenus.

L’implémentation de cette version du RDJ-SJ, nous conduira à un véritable système d’information judiciaire complet au vrai sens du terme.

Par la suite, une passerelle pourrait être créée avec l’application de gestion informatisée des carrières. Cela permettra de connaitre les performances des magistrats et greffiers à travers l’application de gestion des ressources humaines. En plus, avant d’affecter un magistrat, on pourra connaitre les dossiers qui sont entre ses mains, et son successeur pourrait tout de suite reprendre la main sur ces dossiers et tenir compte des délais de traitement restants. Ces avantages ne représentent qu’une infime partie des possibilités offertes par un tel système.

Dans la même optique de performance et de fiabilité de donnée,  une passerelle pourrait être créée avec l’application de gestion informatisée des états civils du Ministère de l’Administration Territoriale ; il s’agira de :

· Procéder au développement et à l’interconnexion du casier judiciaire national au RDJ-SJ dans le but d’alimenter automatiquement sa base de données, pour ensuite passer à la phase exploitation et de délivrance des bulletins B1, B2 ou B3. 

· Mettre en place des modules de gestion web des demandes et restitution des bulletins.

· Former et assister le personnel dans ce processus d’informatisation

· Bien doter tout le personnel, et toutes les structures concernées en équipements informatique de qualité, puis les assistés en temps réel en maintenance (entretien, réparation et renouvellement de ces équipements).

· Au moment de la phase de déploiements prévoir au moins un informaticien par juridiction qui jouera le rôle d’assistance auprès des utilisateurs pour tout problème informatique.

· Assurer l’interconnexion des juridictions, de la chancellerie, des services centraux, de la maison centrale d’arrêt, de l’inspection des services judiciaires et du casier judiciaire pour faire un réseau intranet judicaire unique et bien sécurisé. Avec la volonté politique cette interconnexion pourrait bien voir le jour à travers le projet intranet gouvernemental présentement piloté par l’AGETIC.   

· Effectuer l’archivage électronique des dossiers judiciaires.

Comme signalé un peu plus haut ces différentes actions peuvent être menées concomitamment pour aller rapidement et efficacement vers une réelle informatisation de l’appareil Judiciaire.  

Il est important de souligner que grâce aux différents partenaires du ministère de la justice, plusieurs de ces activités sont déjà en cours de réalisation, mais sur financement partiel. C’est la raison pour laquelle nous ne cessons de souligner que seule une volonté politique sera nécessaire pour l’atteinte globale des objectifs visés. 
En définitive l’on notera que le Ministère de la Justice vient d’ouvrir un grand chantier, probablement l’un des plus importants depuis l’indépendance, en matière de modernisation de la justice. L’on se souviendra que dans les années 2000, une première tentative tendant à moderniser la justice notamment par la création d’une cellule dédiée à cette fin a fait long feu. Cette fois-ci, nous sommes confrontés à des défis autrement plus importants qu’il y a une quinzaine d’années. L’évolution des nouvelles techniques de l’information et de la communication, l’essor prodigieux que celles-ci ont connu et leur irruption dans tous les domaines de la vie active ne laissent guère à la justice que le choix de se les approprier et de les adopter dans toutes les phases du procès, et dans tous les segments du système de justice. Non seulement on y gagne en célérité dans la distribution de la justice, mais aussi en fiabilité des données, avec une réduction remarquable de la marge d’erreur, et enfin, on améliore la qualité des services rendus au justiciable.


Si l’on regarde la somme de moyens à déployer pour y parvenir (moyens humains, matériels et financiers), l’entreprise parait impossible à réaliser. Pourtant, elle est bien à notre portée, pourvu que la volonté politique qui a permis cette mission exploratoire demeure entière. Grace à cette mission, nous avons désormais une visibilité claire des objectifs réalistes à atteindre et des voies à suivre pour parvenir à l’informatisation et à l’automatisation du casier judiciaire, prélude à une véritable modernisation du greffe, et partant, de la justice.

Bamako, le 27 mai 2016

                                                                  Le Directeur National
Christian Idrissa DIASSANA

     Magistrat

	M. Baba M. TRAORE

Greffier en Chef de la

Cour d’Appel de Bamako                    
	M. Salifou DIARRA  

Greffier en Chef du

TGI de la CIII de Bamako                      
	Mme Maimouna MAGLO

Chef Unité Informatique de la CPS secteur Justice


Annexe 10

Rapport de mission-voyage d’étude sur Alger relatif à l’informatisation et l’automatisation du casier judiciaire au Mali…
Note : Ce document est présentement sous rédaction
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