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0.1
Processus de gestion des risques

La gestion des risques est l’ ensemble de la procédure permettant à l’Administration d’organiser ses activités en fonction des secteurs de risque et de profils de risques. 

On entend par activités notamment :

· La collecte et le traitement de données et information

· L’analyse de risque

· Les activités de sélection

· Les actions d’assistance, de contrôle et de recouvrement

· La mesure, l’analyse et intégration des résultats

· Les propositions d’adaptations législatives ou réglementaires, et les actions préventives

Le processus de gestion des risques doit permettre néanmoins l’intégration de décisions de l’autorité politique ou de décisions de politique administrative.

La gestion des risques est donc un processus dynamique et évolutif visant à optimiser l’utilisation des ressources humaines, matérielles et financières de l’Administration pour une juste perception de l’impôt tout en minimisant les risques fiscaux et non-fiscaux. Le processus prend simultanément en compte la volonté d’un traitement uniforme par l’objectivation de la sélection et des procédures d’assistance, de contrôle et de recouvrement, et la volonté d’accroître directement ou indirectement la « compliance » de l’opérateur ou du groupe d’opérateurs et le « fair-play » de l’administration.
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Au fur et à mesure de l'ovale du processus de gestion des risques, quatre cadrans se succèdent, de droite à gauche, puis de gauche à droite, de bas en haut.

a) Un premier cadran, (en bas, à droite),  intitulé "Historique et réglementation" regroupe diverses bases de données, reprenant des données primaires et des données agrégées, ainsi qu'une analyse de la législation et de la réglementation, un historique de sélection (motifs ayant conduit à la sélection  des dossiers), un historique des procédures (résultats désagrégés et précis des procédures d’assistance, de contrôle ou de recouvrement initiées ensuite de la sélection).

b) Un second cadran (en bas, à gauche), intitulé "Profils de risques", décrit les étapes successives et complémentaires qui conduisent à l'élaboration des profils de risques. Le cadran "Historique et réglementation" est une source importante des travaux en cette matière.

c) Un troisième cadran, (en haut, à gauche), intitulé "Proposition de sélection", représente  la confrontation du (des) profil(s) de risque avec les données relatives à un sujet ou objet, à un moment fiscal déterminé et permet de dégager la proposition de sélection. Cette confrontation peut  être réalisée au moyen d'un système automatisé ou requérir une intervention plus ou moins importante des services déconcentrés. Une confrontation automatisée permet de réaliser de manière automatisée les contrôles d’acceptation, logique et de cohérence réalisés actuellement par intervention manuelle des agents (notamment entre déclaration et fiches diverses). Cet exercice peut conclure soit à la mise en œuvre organisée d’une proposition d’assistance, notamment en ce qui concerne la correction des erreurs matérielles, soit à la mise en œuvre d’une proposition de contrôle ou de recouvrement consistant notamment en une non-sélection, une sélection impérative ou à une proposition indicative, cette dernière devant être confrontée aux éléments locaux.

d) Le quatrième cadran, (en haut, à droite), intitulé "Sélection et procédures", représente l'activité des unités déconcentrées. A savoir:

· Elaborer la sélection des dossiers pour lesquels des procédures d'assistance, de contrôle ou de recouvrement sont à mettre en oeuvre ainsi que le contenu des dites procédures;

· Procéder aux opérations d'assistance, de contrôle et de recouvrement;

· Fournir les éléments nécessaires aux feedback à mettre en oeuvre.

0.2
Les initiatives en matière de contrôle et de recouvrement

· Aucune initiative ne satisfait complètement au processus de gestion des risques tel que décrit.

· En ce qui concerne le pilier Douanes & Accises, cette constatation doit être nuancée du fait de l’existence d’une centaine de profils de risque, dont la mise en œuvre, certes progressive, présente un caractère accumulatif assurant une forte densité au développement et à l’intégration du processus de gestion de risque au sein du pilier Douanes & Accises, ; l’accentuation de la mise en œuvre de ces profils est cependant conditionnée à une informatisation importante ainsi qu’au développement de feedbacks réels, essentiellement informatisés. 

· En ce qui concerne le pilier Recouvrement, les concepts de gestion des risques existent mais restent à préciser. Notons que ce pilier bénéficie d’un acquis important, à savoir l’existence d’une organisation des données informatisées directement utilisable en ce qui concerne les créances ISR dont la généralisation aux créances TVA – dont les données sont informatisées mais ne sont pas organisées sur le modèle ISR – est en cours.

· En ce qui concerne les piliers P-PME-GE, les exemples retenus montrent l’existence d’initiatives diverses en cours depuis 1996. Le nombre de profils existant est faible, inférieur au nombre de risques ou de secteurs de risque examinés. Le nombre insuffisant de profils, que ce soit au travers d’initiatives générales (Présélection / CD-Rom) ou non générales, ne permet pas de réaliser actuellement le caractère accumulatif, nécessaire pour assurer une forte densité au développement et à l’intégration du processus de gestion des risques. Une seconde faiblesse réside à la fois dans l’absence de feedback désagrégé et structuré ainsi que dans la faiblesse des bases de données existantes et utilisables.

· En ce qui concerne le pilier « lutte contre la fraude », la principale faiblesse réside dans la formalisation trop tardive vu dans l’absence de formalisation des risques connus depuis de nombreuses années, du fait de l’absence de feedback rapide, structuré et désagrégé en provenance des services déconcentrés. Ceci retarde et la collaboration entre Administrations et la mise en œuvre des interactions nécessaires.

0.2 Les initiatives en matière d’assistance

Aucune initiative ne satisfait complètement au processus de gestion des risques tel que décrit.

Douanes et Accises

Utilisation double d’un processus de gestion des risques pour l’exemple retenu

· Première fois lors de la demande : orientation sur base de l’analyse de la justification économique

· Seconde fois lors de la mise en œuvre du plan d’audit

Les piliers P-PME-GE

· Peu d’initiatives d’assistances

· Le système forfaitaire est une procédure d’assistance réduisant le risque tant du point de vue de l’Administration que du contribuable. Il n’y a cependant pas de proposition de sélection vu la nature du système forfaitaire.

· Feedback peu structuré, ainsi que faiblesse des bases de données existantes et utilisables. Certains éléments de forfaits sont adaptés aux résultats des contrôles

Recouvrement

· Existence de procédures d’assistance au sens de la gestion des risques, sans formalisation dans un profil de risque

· Les plans de remboursement et – ou l’exonération des intérêts de retard devraient encourager le redevable à effacer sa dette évitant au receveur d’être dans l’obligation de prendre des actions de recouvrement forcées

1. Premier principe stratégique

1.1. « Accroissement de la compliance et du fair-play au travers du processus de gestion des risques. »

1.1.1. Qu’entend-on par compliance ?

Par compliance d’un opérateur fiscal ou d’un groupe d’opérateurs fiscaux, l’on comprend le meilleur respect de ses obligations fiscales.

Cette définition suppose un seuil à partir duquel un opérateur ou un groupe d’opérateurs fiscaux satisfait de façon suffisante à ses obligations fiscales sans pour autant satisfaire entièrement à ses obligations fiscales.

La « compliance » peut être volontaire : il s’agit de l’attitude spontanée des opérateurs fiscaux à remplir correctement leurs obligations fiscales en ce compris le paiement volontaire de l’impôt notamment sous forme de précompte ou de droits enrôlés.

La « compliance » peut être forcée (non-volontaire) : il s’agit de la prise en compte par les opérateurs fiscaux des risques qu’ils encourent, directement ou indirectement, d’un non respect volontaire des obligations fiscales.

1.1.2. Qu’entend-on par fair-play ?

Par « fair-play », l’on comprend l’attitude pro-active de l’Administration pour la prise en compte loyale, correcte, adéquate, organisée et juste des droits matériels des opérateurs fiscaux.

Objectifs 

L’accroissement de « compliance » implique :

· La prise en compte soit au cas par cas soit pour un groupe d’opérateurs, d’un niveau à partir duquel il peut être admis qu’un opérateur ou un groupe d’opérateurs satisfait de manière suffisante à ses obligations.

· Le choix des opérateurs ou groupe d’opérateurs sur lesquels portent les actions de l’administration, à savoir dans ce cas soit une action de contrôle (par exemple dans le cas de risque moyen ou élevé), soit les actions de recouvrement.

· Une application adéquate des procédures et des sanctions dans le cas des actions de contrôle relatives à des opérateurs ou groupes d’opérateurs présentant de risques moyens ou élevés ;

· Par application adéquate des procédures et de sanctions on entend, tant en matière de contrôle que de recouvrement, une application qui contribue à la réduction et la diminution du risque, immédiat et futur.

L’accroissement du « fair-play » implique :

· Le choix d’un opérateur ou groupes d’opérateurs sur lesquels portent les actions de l’Administration, à savoir dans ce cas,  une action proactive d’information ou d’assistance (par exemple dans le cas de risque faible).

· Par action proactive adéquate d’assistance ou d’information, on comprend une action qui contribue à réduire ou à diminuer le risque, immédiat et futur, notamment par :

· Une information correcte et adéquate soit au cas par cas soit pour un groupe d’opérateurs.

· Une aide proactive, pour laquelle soit au cas par cas soit pour un groupe d’opérateurs, l’interaction avec l’Administration est facilitée.

· La prise en compte de manière organisée et correcte par l’Administration, d’une mise en œuvre facilitée des droits matériels de certains groupes d’opérateurs fiscaux.

Impacts

Dépendant  du niveau de risque, ils se traduisent notamment par :

· Une application stricte des procédures et des sanctions prévues vs une application appropriée des procédures et des sanctions prévues

· Une attitude proactive de l’Administration allant dans certains cas jusqu’à une attitude d’assistance

· Une simplification de la réglementation, de la terminologie et du langage administratif prenant notamment en compte les engagements internationaux de la Belgique, les contraintes en provenance d’autres départements ou d’autres compétences réglementaires que celles propres aux Administrations fiscales et les conventions généralement admises en matière de légistique.

Les effets des principes de « compliance » et de « fair-play » en matière de gestion des risques ont essentiellement attrait à la culture :

· Acceptation des seuils qui définissent les différents niveaux de compliance d’un opérateur fiscal ou groupe d’opérateurs fiscaux et acceptation des conséquences de ces seuils

· Responsabilisation du fonctionnaire, du fait qu’il peut exister une zone d’interprétation quant aux seuils, sous la responsabilité du fonctionnaire

· Responsabilisation du fonctionnaire dans le choix d’une application stricte des procédures et sanctions prévues ou le choix de sanctions appropriées en fonction du niveau de risque

· Attitude active de contrôle ou de recouvrement, d’information ou d’assistance de l’opérateur selon le niveau de risque de celui-ci

· Avertissement préalable à titre préventif

· Respect tant des obligations que des droits du client

· Loyauté fiscale de l’opérateur, mesurée par un indice, influençant en partie la procédure fiscale à appliquer

2. Second principe stratégique

2.1. « La gestion des risques comme facteur structurant des activités de l’Administration Fiscale »

Le processus de gestion des risques est un processus dynamique et évolutif à caractère central qui structure et/ou influence une majorité d’activités de l’Administration fiscale.

L’intégration d’une nouvelle notion, la gestion des risques, influencera de façon capitale le modus operandi de l’Administration fiscale. La gestion des risques se profile donc comme un outil de gestion de politique fiscale. La problématique de la localisation de la Gestion des risques pose la question de définir à quels niveaux la gestion des risques se fait.

Les membres du BPR Gestion des risques se sont rapidement rendus compte de la quasi impossibilité de concentrer les activités relatifs à la gestion des risques à un seul endroit de l’organigramme, traduit dans le principe de séparation des activités. Sans pouvoir compléter les activités dans l’organigramme au stade actuel, l’adoption de ce principe organisationnel conclut à l’existence de la gestion des risques à plusieurs endroits dans l’organigramme. La condition sine qua non pour la réussite et l’intégration effective de ce nouveau concept au sein du SPF  Finances est une répartition adéquate des activités entre les différents niveaux, au sein de fonctions de staff concernées prévues à ces niveaux :
· les niveaux N, N-1, N-2 et N-3

· à l’intérieur du niveau N-1

· à l’intérieur de chaque pilier, entre les niveaux N-2 et N-3. 

Objectifs

· Adapter la charge de travail à l’effectif et aux moyens disponibles (et inversement)

· Assurer l’intégration du processus de gestion des risques dans la structure de l’ICT

· Augmenter la performance de l’Administration par le biais d’une « meilleure action » (meilleure sélection, meilleur contrôle, meilleur recouvrement, actions proactives adéquates et organisées, réduction des potentialités de litiges, rapidité et durée de traitement)

· Assurer la coordination et la transparence de la sélection, des actions proactives, des actions de contrôle et des procédures de recouvrement, la programmation adéquate de celles-ci

· Responsabiliser les fonctionnaires, notamment en matière de sélection et de feedback 

· Générer des indicateurs de modification législative ou réglementaire

La répartition proposée rencontre également les objectifs suivants :

· Utiliser la gestion des risques comme moyen pour appliquer la politique administrative

· Assurer une homogénéité dans la compréhension et l’intégration de la gestion des risques au travers des différents services de l’Administration fiscale

· Organiser, coordonner et optimiser l’échange d’information entre niveaux et entre piliers dans le but de créer des synergies entre niveaux, entre piliers et à l’intérieur de piliers

· Elaborer des typologies d’assistance, de contrôle ou de recouvrement propre et pour ce qui concerne des piliers en charge du contrôle et de l’assistance, les aspects propres à chaque pilier de ces typologies

· Assurer d’une application effective du profil de risque sur le terrain

· Disposer de l’expertise existante dans les services extérieurs

Impacts

	Culture
	· Avoir une attitude positive (voire pro-active) face au changement

· Accepter l’approche basée sur le risque et la gestion des risques

· Responsabiliser les fonctionnaires (dans l’entière Administration à tous les niveaux)

	Processus
	· Processus de modification des activités d’assistance, de contrôle et de recouvrement

· Mettre sur pied un processus de communication efficient

· Processus d’interaction en vue de modifications administratives ou  législatives

	Organisation
	· Création d’une assistance technique au niveau central (niveau ; pilier) et au niveau local 

· Création d’une cellule de communication et de formation

	Compétence
	· Connaissance du pilier

· Capacité de communication

· Capacité d’implémenter les transformations nécessaires

	ICT
	· Outil informatique standardisé, fiable et récent

· Accessibilité à toute l’administration (en fonction de niveaux d’accès)

· Outil informatique en fonction des besoins


2.2. Les principes secondaires qui découlent du second principe stratégique

2.2.1. « Le dossier unique »

Le principe de « dossier unique » est nécessaire à l’élaboration d’une gestion de risques globale d’un opérateur fiscal. Ce principe se traduira ultérieurement en implications au niveau du blue-print, mais notons dès à présent, sans préjudice de leur examen juridique en cours :

· la nécessité de disposer et de généraliser l’utilisation de l’identifiant unique ainsi que la fourniture de données sur base de standards uniformisés

· la nécessité de disposer de bases de données complètes, actuelles, fiables et accessibles aux différents services concernés de l’Administration

· la nécessité de disposer des éléments pertinents et complets pour apprécier la solvabilité d’un opérateur fiscal

· la nécessité de disposer de base de données en un point central avec la possibilité de faire interagir les bases de données entre elles

· la nécessité de disposer de « nouvelles » bases de données, adaptés à la gestion de risques, alimentés par les informations existantes ou à créer

Objectifs

· Mettre à la disposition des services de l’Administration fiscale une vue complète sur chaque opérateur fiscal, notamment en ce qui concerne la solvabilité de cet opérateur, ou chaque objet notamment fiscal (D/A)

· Etre à même de faire une évaluation de risque globale pour un opérateur

Impacts

	Culture
	· Comprendre l’importance de l’introduction de données

· Apprendre à partager les informations, complètes, fiables et les plus récentes possibles

· Responsabilisation des fonctionnaires par rapport à la précision et à la fiabilité de données

· Décloisonnement entre différents impôts et entre services (entre niveaux et piliers ; entre les piliers ; au sein du pilier)

· Secret professionnel & respect de confidentialité

	Processus
	· Méthode d’actualisation régulière de données

· Prévoir une approche pour chercher des nouveaux domaines de données

· Mise en interaction des informations (y compris les informations extérieures à l’administration)

· Processus de mise à disposition des données

	Organisation
	· Cellule centrale de gestion de données alimentée par les piliers

· Mise sur pied d’une cellule en charge de la centralisation et d’accès des données

· Cellule de gestion des données par pilier

	Compétence
	· Compétences informatiques (gestion & analyse des données)

· Connaissances techniques transversales (des différents piliers) pour la cellule central

	ICT
	· Standards uniformes de fourniture de données

· Garder un espace pour des initiatives (réserve dans le système)

· Dossier unique central informatisé accessible en fonction des niveaux d’accès et de sécurité

· Possibilité de gestion et d’analyse des bases de données au niveau centrale ou par pilier

· Terminal pour chaque agent


2.2.2. « La gestion de la connaissance »

Le principe de « Gestion de connaissance » est en charge d’assurer la disponibilité de la connaissance existante au sein de l’Administration. 

· Du point de vue du BPR « Gestion des risques », cela signifie à la fois un service central de la gestion des risques dans le but d’assurer une mise en oeuvre appropriée et uniforme du processus de gestion des risques dans les différents piliers ainsi que de services décentralisés de gestion des risques.

· Ce principe de gestion de la connaissance contient le principe de l’utilisation de l’information acquise, assurant le retour d’information, notamment en ce qui concerne les nouveaux risques identifiés, dans un but d’évaluation et de partage.

Objectifs

· Assurer la disponibilité de la connaissance existante dans les différents services de l’administration

· Optimiser les interactions et la rapidité des transferts d’information entre niveaux, piliers et services

· Assurer l’uniformisation de la mise en œuvre du processus de gestion des risques

Impacts

	Culture
	· Partage de la connaissance (entre niveaux et piliers)

	Processus
	· Structurer la collecte, la gestion et le partage de la connaissance d’information interne ou externe

· Processus assistance et coordination en ce qui concerne la création de profils de risque

· Processus standardisé de mise en place et d’application de la gestion de la connaissance

	Organisation
	· Service central de coordination et de gestion des connaissances au niveau national

· Service de gestion de la connaissance par pilier

· Groupes de connaissance au niveau central (niveau & pilier) et au niveau décentralisé (N-3)

	Compétence
	· Capacité technique (en terme de contenu)

· Capacité analytique & statistique

· Capacité informatique

· Capacité didactique

· Capacité de communication et de rapportage

	ICT
	· Mise en place d’un outil informatique puissant capable de gérer quantité importante de données (hardware et software)

· Mise à disposition de terminaux d’accès à l’information dans les différents piliers et niveaux de l’Administration, tant au niveau central que dans les services extérieurs.

· Accès à l’information en fonction de niveau d’accès et de dispositions légales ou réglementaires


2.2.3. « Principe de l’informatique comme prestataire de services »

Le BPR « Gestion des risques » se permet d’insister sur le principe de « l’informatique comme prestataire service dans un esprit de partenariat », ce afin d’assurer les interactions permettent de développer les supports nécessaires au processus de gestion des risques. Les membres du BPR ont pris connaissance des principes stratégiques du BPR ICT qui reprennent explicitement ce principe.

Objectifs

· Assurer les interactions nécessaires avec l’informatique, outil absolument nécessaire à la réalisation de l’approche basée sur une gestion des risques

· Assurer la mise en œuvre d’informatisation à différents niveaux :

· Informatique relative aux bases de données

· Informatique nécessaire à la gestion et au développement de profils de risque

· Informatique nécessaire à la confrontation, à la gestion de la proposition de sélection et à la sélection  

· Informatique nécessaire pour assurer les effets de feedback

Impacts

	Culture
	· Acceptation par l’ICT du principe d’être prestataires de service

· Acceptation par la Gestion des risques d’être concepteur et d’en porter la responsabilité

· Dialogue entre les 2 services

	Processus
	· Processus d’analyse technique à assurer également par la gestion des risques

· Processus d’interaction / discussion (entre ICT, les niveaux et les piliers) 

	Organisation
	· Gestion et analyse au niveau central et décentralisé sur base de données collectées et fournies via l’ICT


3. Troisième principe stratégique

3.1. « Transparence de la politique administrative »

Le principe de « transparence de la politique administrative » couvre plusieurs idées :

· Transparence de l’action de l’administration fiscale au monde externe  

· Transparence de l’action de l’administration fiscale aux services internes

· Transparence des motifs de sélection et des résultats : se traduit par la capacité de l’Administration fiscale de garantir une approche objective (motifs de sélection) et des résultats des procédures fiscales et non-fiscales objectifs. L’objectivité des résultats nécessite une désagrégation des résultats (par motif, type de procédure d’assistance, type de contrôle, type de procédure de recouvrement) afin d’assurer leur caractère explicatif.

Objectifs

· Justifier et expliquer l’action de l’administration fiscale  au sein des niveaux, piliers et services de l’Administration et de l’extérieur (opérateurs fiscaux,…)

· Assurer l’objectivité des motifs et des résultats

Impacts

	Culture
	· Accepter de fournir une désagrégation de motifs de sélection et des résultats

· Avoir la volonté délibérée de communiquer – partage d’information (correcte) dans le respect de la réglementation (secret professionnel, loi relative à la publicité de l’Administration)

	Processus
	· Communication interne et externe (des assistances, contrôles, recouvrement, résultats)

· Communication de la non-sélection 

· Communication des motifs de sélection et des résultats (feedback)

· Cellule en charge de la communication des résultats

	Organisation
	· Mettre sur pied les canaux de communication

	Compétence
	· Gestion des relations publiques pour ce qui concerne les communications externes

	ICT
	· Outil de communication de résultats désagrégés

· Outil de gestion transparent et univoque


3.2. Les principes secondaires qui découlent du troisième principe stratégique

3.2.1. « Principe d’égalité »

Le principe « d’égalité » couvre l’égalité des opérateurs tant au niveau de la sélection et que du traitement pour des opérateurs appartenant à une même catégorie de risque. 

Le corollaire s’applique : le principe d’inégalité en ce qui concerne la sélection et le traitement d’opérateurs fiscaux appartenant à des catégories de risques différents

La politique de sélection et de traitement sera donc modulée selon les catégories de risques auxquelles appartiennent les opérateurs dans le but d’accroître la compliance globale et particulière.

Objectifs

· Moduler la politique de sélection et de traitement selon les catégories de risques auxquelles appartiennent les opérateurs dans le but d’accroître la compliance globale et particulière, et le fair-play

· Augmenter le meilleur respect de droits et obligations fiscales et non-fiscales

Impacts

	Culture
	· Accepter l’existence de différentes catégories de risque et d’un traitement spécifique selon la catégorie de risque

· Acceptation et utilisation des typologies par niveau de risque des actions à entreprendre

· Rechercher un juste équilibre entre les libertés et les contraintes, tant au niveau central qu’au niveau décentralisé

· Accepter de se conformer à une jurisprudence

	Processus
	· Processus d’élaboration et de mise en œuvre uniforme de typologies d’assistance, contrôle et recouvrement par niveau de risque

· Processus de pondération des risques

· Processus mise à disposition rapide et précise à tous les fonctionnaires des directives administratives 

· Processus de communication de la position de l’Administration fiscale par rapport à la jurisprudence

	Organisation
	· Cellule de collection, de synthèse et de systématisation de la jurisprudence

· Cellule d’élaboration de typologies et de techniques de pondération

	Compétence
	· Compétences techniques spécifiques aux processus distingués.


3.2.2. « Principe de non-sélection »

Le principe de « non-sélection » représente l’acceptation par l’Administration de ne pas effectuer de sélection parce que l’objet ou le sujet fiscal n’en nécessite pas. Ce principe implique de justifier une base de non-traitement transparente et uniforme. Il permet néanmoins d’assurer une sélectivité dans les procédures fiscales à appliquer et permet donc d’adapter objectivement la charge de travail à l’effectif et aux moyens disponibles (et inversement).

Objectifs

· Adapter la charge de travail à l’effectif et aux moyens disponibles (et inversement)

· Disposer d’une motivation de non-traitement, objective, transparente et uniforme au sein de l’Administration fiscale

Impacts

	Culture
	· Accepter que le risque faible ou nul ne soit assisté en principe soit sur l’initiative de l’Administration, soit à la demande d’un opérateur ou d’une catégorie d’opérateurs subsidiairement contrôlée

· Accepter l’automatisation maximale du traitement des déclarations

· Accepter une sélection plus centralisée

· Accepter que la sélection ou la non sélection soit plus objective

· Accepter et justifier la décision de non sélection, même si le niveau de risque est moyen ou élevé

	Processus
	· Processus de premier tri automatisé (incohérences, incompatibilités, inconsistances)

· Processus de proposition de  sélection (il s’agit de la confrontation entre l’objet / sujet fiscal avec les profils) 

· Processus de traitement automatisé des déclarations non sélectionnées

· Processus de contrôle interne s’assurant du respect et de l’objectivité de la non sélection

	Organisation
	· Cellule en charge de la gestion du traitement automatisé 

· Cellule de proposition de sélection

· Réallocation et réorientation des ressources, du personnel qui s’occupe du premier tri

	Compétence
	· Compétence informatique

· Compétence d’automatisation des procédures et de la gestion de celle-ci

· Compétence technique

	ICT
	· Capacité de l’outil informatique à faire une proposition de sélections en confrontant les profils avec les objets / sujets fiscaux

· Outil informatique capable de faire des tests de cohérence, de consistance  etc) 

· Outil informatique capable de faire le traitement (incluant un outil de calcul) d’un dossier




3.2.3. « Principe de séparation des procédures de sélection et des procédures fiscales »

Le principe de séparation de procédures de sélection et des procédures d’assistance, de contrôle et de recouvrement vise à s’assurer de la continuité du processus de gestion des risques par la fourniture de feedback concernant les motifs de sélection (y compris la plage libre), les procédures d’assistance, de contrôle et de recouvrement appliquées et les résultats obtenus. Cette étape est nécessaire à l’évolution dynamique et continue du processus de gestion des risques.

Objectifs

· Assurer l’alimentation des données historiques liées aux motifs de sélection 

· Assurer l’alimentation des données liées aux procédures fiscales et autres appliquées et leurs résultats

Impacts

	Culture
	· Préciser et distinguer les responsabilités tant dans les activités de sélection que dans l’application des procédures fiscales 

· Prendre en compte la proposition de sélection et les propositions relatives à la plage libre

· Justifier l’action des fonctionnaires par l’alimentation des bases de données

	Processus
	· Processus d’alimentation du feedback de la sélection

· Processus d’alimentation du feedback des procédures fiscales

	Organisation
	· Séparation effective de la procédure de sélection et des procédures d’assistance, de contrôle et de recouvrement tant au niveau central que local

· Organisation de la coordination entre piliers et à l’intérieur des piliers

	ICT
	· Mise à disposition d’un outil de feedback informatique organisé et standardisé permettant un retour d’information séparé (sélection / procédures fiscales) et une analyse comparée (entre sélection et procédures fiscales)
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