LA NOUVELLE SOLUTION PASSWORD MANAGEMENT 

DE CRITICAL PATH REDUIT LES COUTS DE GESTION INTERNE

 ET RENFORCE LA SECURITE

Administration et synchronisation centralisée ds mots de passe à travers les applications et systèmes facilitant l’intégration de solutions d’Identity Management

Paris le 8 septembre 2003 - Critical Path Inc (Nasdaq :CPTH ), l’un des principaux fournisseurs de solutions et services de communications numériques, annonce le lancement de sa solution Password Mangemement  pour administrer de manière centralisée les mots de passe à travers les différentes applications et systèmes. Cette solution est une offre unique conciliant  la technologie et l’expertise développées par Critical Path au cours de ces dernières années afin d’offrir des solutions clés en mains pour la gestion des mots de passe et la gestion des identités. Cette nouvelle offre intégrée de Critical Path propose la réactivation en libre service de mots de passe oubliés, une centralisation et un renforcement de la politique de sécurité, une synchronisation dynamique  à travers les différents systèmes réduisant les authentifications et un audit précis de tous les changements de mots de passe. 

Grâce à ce logiciel, les sociétés, les organismes gouvernementaux ou tous types d’organisations peuvent rapidement diminuer leurs coûts de gestion interne, améliorer la sécurité et développer la productivité avec une architecture prouvée répondant à une grande variété de besoins en matière de sécurité et de gestion des identités.

La solution Password Management de Critical Path permet une administration centralisée des mots de passe des différentes applications utilisateurs, bases de données ou systèmes d’exploitation. Les utilisateurs peuvent créer leurs propres mots de passe par l'intermédiaire d'une interface web facile à utiliser ou par des systèmes existants tels que Microsoft Windows ou IBM RACF. Le logiciel de Critical Path fournit même la réactivation en libre service des mots de passe oubliés, permettant aux utilisateurs de reconstituer sans risque l'accès aux ressources principales, 24h/24 sans avoir recours à l’assistance technique. Les mots de passe sont vérifiés et contrôlés puis sont automatiquement répartis dans les systèmes, applications, bases de données et annuaires correspondants.

Une architecture réutilisable pour de multiples solutions.

A la différence des approches point-produit qui nécessitent une infrastructure dédiée pour chaque solution de gestion des identités,  Password Management de Critical Path fournit une architecture réutilisable et facile à déployer pouvant s’intégrer aux différents systèmes. Cette approche permet aux organisations, quelle que soit leurs tailles, de répondre à leurs besoins en terme de sécurité ou communication. Les clients de Critical Path utilisent déjà cette même infrastructure pour l’intégration de données, pages blanches, SSO, personnalisation de portails, provisionning et beaucoup d’autres solutions encore. 

Renforcement de la sécurité et Réduction des coûts.

La modification des mots de passe est vérifiée à travers la politique de sécurité en place. Ceux qui passent les tests de sécurité sont répartis de manière dynamique sur les systèmes, applications ou base de données. Contrairement aux autres approches, une telle rapidité de synchronisation renforce la sécurité en réduisant les fenêtres de vulnérabilité et en offrant une authentification réduite correspondant à un mot de passe unique et  donc plus sécurisé.

L’utilisation d’un mot de passe unique permet d’éviter les erreurs et réduit le temps passé par l’utilisateur à chercher le mots de passe correspondant à l’application ou le système requis.

La solution de Critical Path permet aux organisations un contrôle centralisé à différents niveaux, comme la date d’expiration du mot de passe, les types de mots à exclure, la réactivation des mots de passe. De même, toutes tentatives pour créer ou effacer des mots de passe, qu’elles réussissent ou non, sont répertoriées pour faciliter le suivi et l’audit..

Cette solution est d’ores et déjà disponible. Pour plus d’informations sur Password Management de Critical Path ou sur les autres solutions de gestion des identités consultez notre site internet http://www.criticalpath.net/.

A propos de Critical Path, Inc. 

Critical Path (Nasdaq : CPTH) est un fournisseur de solutions et services de communications numériques. La société fournit une gamme complète de solutions de messagerie – sans fil, sécurisée, messagerie unifiée à la simple  boite aux lettres et gestion des informations personnelles - ainsi que des solutions de gestion des identités qui simplifie les processus et renforce la sécurité des informations.  La plate-forme de communication de Critical Path basée sur les standards et adaptée aux réseaux publics délivre le plus faible coût de possession de l’industrie en matière de messagerie et établit une  fondation solide pour les services de la prochaine génération. Ces solutions  sont disponibles sous forme de licence ou en mode hébergement. Critical Path compte aujourd’hui parmi ses clients plus de 700 entreprises, 190 opérateurs et fournisseurs de services, 8 services postaux nationaux et 35 organismes gouvernementaux. Le siège social de Critical Path est à San Francisco. Pour plus d’informations, consulter le site www.cp.net.
Ce communiqué de presse contient des déclarations anticipatoire concernant : l’adoption et les performances des produits et services de Critical Path ; les témoignages de ses clients et partenaires ; les convictions de la société quant à la capacité de ses produits et de sa technologie à permettre des économies et à offrir sécurité, évolutivité et fiabilité ; et le marché des services externalisés. Les temps futurs et conditionnels, les verbes comme « prévoir », « estimer », « penser », « essayer » et autres expressions conditionnelles visent à mettre en évidence le caractère anticipatoire des déclarations de la société. Ces déclarations anticipatoires sont sujettes à des risques et à des incertitudes susceptibles d’entraîner des différences matérielles entre les résultats effectifs et ceux énoncés ici. Ces risques incluent, sans limitation toutefois, l’évolution de la stratégie et de la technologie de la société ; la faible maturité et le caractère volatile et concurrentiel du marché auquel s’adressent ses produits et services ; la capacité de la société à atteindre ses objectifs commerciaux et stratégiques ; la capacité de sa technologie et de celles de ses concurrents à répondre aux attentes et aux besoins des clients ; les changements affectant l’économie et les conditions du marché ; les interruptions de systèmes non-planifiées et les contraintes de capacité ; les défauts de conception des produits et des services. Ces facteurs de risques ainsi que d’autres sont détaillés dans les rapports déposés périodiquement par Critical Path à la S.E.C. (www.sec.gov), notamment le rapport annuel de l’exercice fiscal clos le 31 décembre 2001 (formulaire 10-K) et celui du trimestre clos le 30 mars 2002 (formulaire 10-Q).
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